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Growing Pains: organizational, logistical, and doctrinal difficulties and challenges of 
expanding The Union Army during the American Civil War 

2. Military History 
Michał Mydłowski1 
1 Unaffiliated 
 
 Just days before the secession of South Carolina, the United States Army numbered around 16,000 
soldiers, NCOs and officers. Those forces were spread among military installations such as forts and 
outpost. Their garrison-oriented nature deemed those forces unable to participate in regular warfare 
as well as large-scale operations. 
 
The start of the Civil War forced the President and US Congress to expand the armed forces. On 
April 15, 1861 President Lincoln called for 75,000 volunteers. Shortly after, in July, an additional 
500,000 volunteers were called. This drained a relatively small pool of alumni of military academies, 
who were quickly assigned mostly senior officers ranks, and resulted in an influx of officers without 
formal training or previous military experience. Moreover, the rapid expansion of the armed forces 
overburdened the Army’s logistics and the nation’s production capabilities. With very small core of 
professional soldiers the Army quickly lost coherence of the regular forces and became a badly 
trained mass of men. 
 
The goal of the paper is to discuss difficulties and challenges related to the expansion, faced by the 
United States and the United States Army during the American Civil War and methods of 
overcoming them. The lack of experienced officers and NCOs, shortages of even basic equipment, 
as well as outdated laws and military regulations unsuitable for large scale and regular war hindered 
US Army’s operations from the beginning to the mid-period of the Civil War.   
 
All those deficiencies became clear during the 1st Battle of Bull Run and following campaigns in 
Eastern and Western Theatres. While brave on the battlefields, US soldiers were poorly led, 
underprepared and underequipped for challenges they faced. Many of those difficulties resulted from 
a lack of long-term vision and strategy, as it had been anticipated that the war would be very short 
affair. 
 
By employing a wide array of solutions, the US Government and its army were able to remedy those 
issues. By re-writing army regulations, updating laws concerning purchase of equipment and 
weaponry, and re-organizing auxiliary services such as the Medical Department, the US Army was 
able to transform from enthusiastic but ineffective armed mob into well-organized, experienced, and 
competently led force.  
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Advanced methodologies applied in a dynamic maintenance context 

3. Military Technology 
Suzana Lampreia1 
Valter Vairinhos1, Victor Lobo1 
1 Science & Tecnology Department, Portuguese Naval Academy – CINAV, Almada, Portugal 
 
 Maintaining military systems in a dynamic context presents unique challenges that require advanced 
methodologies to ensure the operational readiness and effectiveness of the Armed Forces. This 
article analyzes and discusses advanced methodologies applied in the maintenance of military 
technology, highlighting their contributions to the optimization of the maintenance process in 
constantly evolving operational environments. Initially, we address the importance of predictive 
maintenance, which uses techniques such as real-time data analysis, condition monitoring and 
machine learning algorithms to predict failures and proactively schedule maintenance interventions. 
This approach minimizes downtime and costs associated with corrective maintenance, significantly 
increasing the availability of military systems. Additionally, we explore the application of emerging 
technologies, databases and the use of smart sensors integrated into military equipment. These 
technologies enable the continuous collection of performance and condition data, enabling a more 
comprehensive understanding of the state of each component and system. This not only facilitates 
early detection of anomalies, but also supports data-driven decision making, resulting in more 
efficient and accurate maintenance. The use of condition-based maintenance approaches is also 
discussed in this article. These methodologies consider not only the age or time of use of the 
equipment, but also its actual state of operation. By continuously monitoring operating conditions, it 
is possible to extend the life of systems, reduce unnecessary wear and tear, and plan maintenance 
interventions more effectively. Finally, we highlight the importance of integrating computer-aided 
maintenance management systems and decision support systems. The combination of these tools 
provides a comprehensive environment for planning, executing and analyzing maintenance 
activities, enabling more efficient resource management and a more agile response to operational 
demands. In short, this article demonstrates how the adoption of advanced methodologies in the 
maintenance of military technology is fundamental to ensuring the operational readiness and 
effectiveness of the Armed Forces in a dynamic and constantly evolving context.  
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Medium Calibre Cannon Analysis for Canadian Army Armoured Fighting Vehicles 

1. War Studies, Operations & Tactics 
Ian Signal1 
1 Canadian Armed Forces 
 
 This project aims to determine whether increasing the calibre of the main armament on Canadian 
Army (CA) Armoured Fighting Vehicles (AFV) will increase lethality and system efficiency. The 
analysis incorporates multiple criteria, including lethality, cost, compatibility, and commonality, 
using a Multi-Criteria Decision Analysis (MCDA) framework which determines the optimal calibre 
for future AFV acquisition projects. Lethality assessments were conducted through simulations and 
penetration models to compare the effectiveness of different calibres against armoured targets. The 
cost analysis included both procurement and long-term ammunition expenses. Compatibility focused 
on the integration challenges and required vehicle modifications for each calibre. Commonality 
examined the prevalence of each calibre among NATO allies to ensure interoperability and logistical 
efficiency. The results indicate that the 30x173mm calibre is the optimal choice, balancing high 
lethality, moderate cost, and ease of integration, while also ensuring commonality among NATO 
allies and secure ammunition supply chains  
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Enhancing European Ammunition Production: Challenges and Strategic Initiatives in 
Response to Increased Defense Demands 

3. Military Technology 
Martin Lundmark1 
Roland Hellberg2 
1 Swedish Defence University, Department for Systems for Defence and Security 
2 Swedish Defence University, Department of War Studies 
 
 This study focuses on the implications the surge in demand for grenades as a consequence of the 
Ukraine war. The artillery ammunition used by the Ukrainian defense forces is supplied by countries 
that donate from their own defense depots. Consequently, as these countries donate to Ukraine, they 
must replenish and expand their own ammunition stocks at even higher levels in response to the 
deteriorating security situation. This has led to an unprecedented demand for grenades and 
ammunition, far exceeding the available supply capacities. 
 
In response, the European Union has initiated the "Act in Support of Ammunition Production" 
(ASAP) to enhance ammunition production within Europe. This initiative permits states to invest in 
grenade and ammunition manufacturers without such investments being classified as state subsidies. 
Additionally, it allows for direct procurements, circumventing the regulations associated with public 
procurement processes. European grenade and ammunition manufacturers have long had their order 
books filled, preventing them from meeting the immediate demands of various defense forces and 
states wishing to donate/supply ammunition to Ukraine. 
 
Grenade suppliers face challenges beyond investment hesitancy, including shortages of raw 
materials and critical components such as primers, gunpowder, and explosives. Thus, any increase in 
ammunition and grenade production volumes necessitates a corresponding expansion in the supply 
chain capacity. Two critical considerations arise when states provide support to enhance ammunition 
and grenade manufacturing capabilities: the specific requirements and specifications of their own 
defense forces and the unique specifications of the ammunition required by Ukraine. 
 
The purpose of this study is to delineate the current state of ammunition production and the various 
limitations encountered. Empirical data for this research was gathered from a diverse array of 
sources, including official documents, published analyses, public service news, interviews, and focus 
groups. 
 
The findings indicate a need for greater robustness, resilience, and flexibility to adequately respond 
to significantly deteriorating security situations. Nations must re-establish close relationships with 
defense firms, partially reconstructing long-standing, strategic, trust-based relationships that existed 
prior to the New Public Management (NPM) transformation in the defense market. To manage this 
transition effectively, ammunition manufacturers and their associated supply chains must 
significantly enhance their dynamic capabilities and devise innovative yet stable solutions. The 
insights from this research will benefit political decision-makers, procurement authorities, defense 
forces, and ammunition manufacturers by providing a deeper understanding of the conditions 
necessary for grenade and ammunition manufacturing.  
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Developing an integrative model for observational measurement of attributes of mission 
command, and of the recognition primed decision-making model 

4. Military Leadership, Command and Control and Basic Competences 
Andre Korsmo Berntsen1 
1 Military academy at ETH Zurich, Dozentur Führung & Kommunikation, Switzerland  
 
 The field of mission command (MC) is widely regarded as the ideal leadership philosophy in 
Western militaries. However, there is a need for a shared, definitive concept of MC with clear 
attributes. The lack of established traits makes empirical research on mission command difficult. To 
resolve this issue I suggest that a model integrating naturalistic decision making models (NDM), and 
MC will simplify objective measurement of MC. This paper aims at developing a model measuring 
behaviors associated with MC and recognition-primed decision making (RPD) in observational 
studies. The proposed model is designed to evaluate decision-making processes in current military 
operations, providing valuable insights for doctrinal development and force training 
 
Common attributes associated with mission command such as trust or situational awareness are 
challenging to quantify through objective observations. Previous research shows a correlation 
between the use of MC and NDMs, In the proposed model RPD is selected as the primary decision-
making model due to its well-established framework and continued relevance in explaining real-life 
decision-making under stress. 
 
Given the pre-established conceptualization of RPD, the systematization of the literature is less 
complex than for MC. The data surrounding the RPD section of the model will be derived from 
specific literature, journal-articles on RPD, case studies, and journal-articles on decision making 
under stress. 
 
Analysis of MC is more complex, due to the lack of standardization of MC attributes, because of this 
data gathered from multiple sources is needed. The literature gathered is classified into doctrinal, 
historical and contemporary perspectives. Each category will be analyzed to consolidate specific 
attributes representing the concept of MC. Each category analysis will then be compared to develop 
consolidated attributes of MC. The consolidated attributes of MC will, through integrative analysis, 
be joined together with the attributes representing RPD, creating a model suitable for the 
observational measurement of MC/RPD. 
 
This paper aims, at developing a model that can be used for further measurement of specific MC 
behavior by leaders and subordinates, facilitating research on MC implementation in armed forces. 
The model also supports further research on contextual effectiveness of MC, which can contribute to 
allocation of military leaders in training and expanding of organizations, by showing when a leader 
chooses to implement MC strategies, and when detailed command is the leadership strategy of 
choice.  
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Investigation of Language Communication Efficiency for International Military Operations 

3. Military Technology 
Alan Li1 
1 Concepts & Designs 2-3 SHIELD, Canadian Army Land Warfare Centre 
 
 Effective communication is a critical component of successful military operations. Within a 
coalition environment, military personnel with multiple nationalities and linguistic backgrounds will 
typically communicate in a specific common language. In a NATO context, English is the language 
of operations despite 28 of the 32 member countries being non-English speaking, resulting in 
frequent communication between non-native and native English speakers. Canada, as a country with 
both English and French as official languages, is uniquely positioned to support the study of native 
and non-native hearing and comprehension. From a military human factors perspective, it is known 
that accented speech affects listening effort and intelligibility, introducing a cognitive workload 
comparable to background noise or reverberations. Drawing from methodology and military 
communication speech recordings database developed by the NATO Research Task Group (RTG) 
Human Factors and Medicine (HFM) 285, this study sought to determine whether exposure to 
accented speech would result in adaptation, thereby enabling improved listening accuracy. 
Participants were subjected to speech recordings with accented military communication phrases. 
They were then required to conduct a listening accuracy task of either a control protocol consisting 
of recordings from native English speakers or an experimental protocol consisting of non-native 
accented speech. The findings indicate that for both native Anglophone and non-native Francophone 
military members, exposure to accented speech resulted in improved listening accuracy. These 
results provide indicative support to the recommendation of employing accented speech as a method 
of language training. The data collected will support NATO development of language assessment 
standards and influence advice to English education programs of NATO member nations.  
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Unrecognized states as a challenge for international security 

5. Military Law and Ethics 
Milena Palczewska1 
1 War Studies University, Poland 
 
 Around the world there are countries and states that have declared independence but are not 
recognized by other countries. These political entities are referred by various names: "de facto 
states", "unrecognized states", "para-states", "pseudo-states" and "quasi-states". Since their existence 
is not backed by international recognition, they must be sustained by something else. The content of 
the presentation, which is based on the analysis of the literature on the subject and statistical reports, 
proves that the tendency of these countries is weak economy and weak state structures. It seems that 
the main reasons why these states have not collapsed is that their governments have managed to 
build internal support from the local population through propaganda and identity building, and to 
direct a disproportionately large part of their meager resources to the military and defense, and also 
enjoy the support of a strong patron. 
 
Research goal is defining the subjectivity of unrecognized states, their typology and considering if 
they are a threat to international security. None of these circumstances, however, will ensure the 
continued existence of quasi-states unless they achieve international recognition or unite with their 
welfare state. Which is unlikely in most cases - they will eventually be reabsorbed into the home 
state or agree to an autonomous status in the home state in a federal arrangement. The latter result is 
the preferred option of the international community. However, it should be remembered that 
unrecognized states pose a threat to local and international security, and on the other hand, they are a 
challenge for the international community, especially in the context of violations of human rights 
and the principles of statehood.  
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Taiwanese Ukraine War Veterans Experiences of Returning to Taiwan 

7. Armed Forces and Society 
Marcel Mangold1 
1 Swedish Defence University 
 
 Taiwan is a small democracy outside the coast of China that struggles for diplomatic recognition 
and faces a possible Chinese invasion within the coming years. As the full-scale Russian invasion of 
Ukraine started, Taiwan saw a small number of citizens, often with military backgrounds, joining 
international legions to fight with Ukraine against Russia. Through interviews and gathering 
pictures, social media posts and other documentation, this paper explores Taiwanese war veterans’ 
motives for joining the war and the connection between going to Ukraine, attempts to break 
Taiwan’s isolation, and anticipating a war in Taiwan. By focusing on how these veterans seek to 
communicate something about and through the war to fellow Taiwanese, and how their view of 
Taiwan is affected by their war experience, the paper contributes to the literature on military 
memoirs and scholarship that discusses the varying motives for people to sign up to fight wars, as 
well literature discussing how civilian's become mentally prepared for war.   
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Finnish reservists and solidarity with NATO's collective defence 

7. Armed Forces and Society 
Miina Kaarkoski1 
Helena Kilpeläinen1, Reetta Riikonen1 
1 Finnish National Defence University 
 
 In Finland, citizens' support for defence policy and the willingness to participate in the various tasks 
of national defence have traditionally been strong. In opinion polls, citizens' will to defend their 
country has been at a very high level by international comparison. As the national defence is based 
on conscription, the citizens' desire to participate in the national defence and their support for the 
defence system has been a prerequisite for a credible national defence. Finland's accession to the 
military alliance NATO has raised questions about how the nationally structured defence will 
expands in the direction of the wider solidarity required by the military alliance. The question is 
related to the change in defence identity, where shared values, community-building stories and 
perceptions of threats are central. 
 
This presentation discusses the change of the Finnish defence identity from national-centric thinking 
to a more international solidarity. The data was collected through a survey, which was answered by 
approximately 3,500 reservists. The analysis is carried out both quantitatively and qualitatively. The 
presentation considers how Finnish reservists' will to defend their country is built in the context of 
membership in the military alliance and what kind of tensions it might involve. NATO's support is 
strong among the Finnish citizens, but the feeling of solidarity for collective defence requires new 
kinds of stories that build Finnish defence identity as a military allied country. The participation of 
Finnish reservists in NATO's defence is not yet clear, and our research discusses the related public 
perceptions and thoughts.  
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Operation Welcome: Analyzing the Brazilian Military's Role in the Venezuelan Migration 
Crisis 

7. Armed Forces and Society 
Gustavo Simões1 
1 School of Command and General Staff College - Rio de Janeiro, Brazil 
 
 Since 2016, the complex socio-economic and political crisis in Venezuela has precipitated an 
unprecedented exodus, with over 7 million Venezuelans being compelled to flee their homeland in 
search of refuge elsewhere. In 2018, in response to the deteriorating conditions at its northern 
border, Brazil initiated Operation Welcome (Operação Acolhida), aiming to provide shelter and 
support to Venezuelan immigrants and refugees. This initiative's reliance on military personnel for 
its implementation has sparked considerable debate, raising concerns about the militarization and 
securitization of Brazil's migration policy. 
 
This paper seeks to critically examine the role of the Armed Forces in addressing the Venezuelan 
migration crisis through their preparation and deployment in Operation Welcome. The research 
question is: Is the training provided to Brazilian military personnel adequately tailored to 
equip them to care for individuals in situations of extreme vulnerability in contexts of 
mobility? 
 
Adopting a descriptive, qualitative, and exploratory approach, this study employs a range of data 
collection methods, including interviews with key stakeholders involved in the training and 
deployment process, as well as document and literature analysis. Data were analyzed using 
qualitative analysis software such as NVivo, with findings highlighted through interviews and 
quotations within the text. 
 
The research identifies a pressing need for improvements in training duration to mitigate perceptions 
of militarization. Furthermore, it highlights qualitative aspects requiring enhancement, such as the 
need for better Spanish language training, a deeper understanding of the local reality, and greater 
involvement of civilian actors in the training process. This aims to position military personnel within 
a more integrated, interagency, and pluralistic environment. 
 
The investigation into the preparedness of military personnel to address the needs of highly 
vulnerable populations in migration contexts sheds light on the complexities of leveraging military 
resources in humanitarian missions. It underscores the importance of comprehensive, 
multidisciplinary training that goes beyond traditional military preparation to include cultural 
sensitivity, language proficiency, and an understanding of the civilian and humanitarian aspects of 
migration crises.By drawing on interviews with those directly involved in Operation Welcome and 
examining relevant documents and literature, this paper contributes to the ongoing debate on the 
appropriateness and implications of military involvement in migration management and 
humanitarian assistance. The case studied is Brazil reception of Venezuelan immigrants and 
refugees, but it can be applied to similar contexts of forced migration in other parts of the world.  
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Military capability development – perspectives on an entangled ‘ecosystem’ 

8. Defence Management and Economics 
Johanna Jungwallius1 
1 Johanna Jungwallius 
 
 With multiple, on-going wars and crises, near and further away, national security has perhaps never 
felt more difficult for nation states to obtain. Governments are facing numerous and pressing 
priorities to meet challenges and to deal with societal stress. Simultaneously, new technologies are 
evolving at an impressive speed in all domains and have few reasons to wait for governmental 
bureaucracy to keep up with the pace. To say that it is hard for small states to provide for and 
develop suitable defence capabilities today, is undoubtedly a gross understatement.  
 
This presentation will not point to a single road ahead for defence acquisition and innovation to meet 
national security needs. Rather, the presentation aims to discuss the ecosystem of military capability: 
to consider the possible effects when military capability development is defined differently 
depending on the hierarchical level, what seems to make capability development thrive or shrivel, 
and what potential opportunities, and challenges lie ahead. The research and defence communities 
are naturally communicating vessels. Therefore, the presentation throws a wide net and draws from 
research in fields such as defence economics, military capability development and security studies as 
well as current discussions within different Swedish defence organisations.  
 
A core argument in this presentation is that a more mosaic interpretation of military capability 
development is a facilitator for military strategists and policymakers. It has the potential to increase 
the relevancy of research and development as well as cultivating better communication with civilian 
enterprises and defence industries. Therefore, instead of honing in on disruptive technologies and 
radical innovation, we could gain from acknowledging the complexity of the ecosystem of ‘military 
capability development’ to promote new questions to emerge, leading into unfamiliar terrain, but 
also to fruitful debates. Still, does acknowledging and addressing this complexity promote a more 
agile defence acquisition ecosystem? Or will it lead us into a Byzantine labyrinth of messiness? The 
presentation aims to address the pros together with the cons.  
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Before ‘Skynet’: Cultivating digital phronesis in Canadian military professional development 
programs  

9. Professional Military Education 
Anne Reiffenstein1 
1 Doctoral Student, Royal Roads University 
 
 As artificial general intelligence transitions from science fiction, exemplified by  ‘Skynet’ in James 
Cameron’s 1984 iconic Terminator movie, its potential to redefine the modern battlefield becomes 
increasingly more significant. With the rapid advancement of technology, the Human-Machine 
Interface (HMI) in a warfighting context is changing, and the use of technology, including artificial 
intelligence, robots, and autonomous weapons systems, will reshape battlefields in the near future. 
Canadian military professional development programs must evolve to prepare leaders for these new 
technological landscapes. A digital phronesis – a practical wisdom that is informed by both 
experience and ethics is required. The Canadian military professional development curriculum must 
evolve to include digital education while providing leader development oriented to the 21st century. 
 
Leaders in a digital age are expected to exercise sound judgment in technologically enabled 
information realms, to ask the right questions about employing technology to the technical experts 
and to discern the second and third-order effects of the employment and use of technology. I propose 
that this will require digital phronesis. Utilizing a concept analysis and a constructivist approach to 
adult learning, a Canadian military professional development framework could integrate digital 
phronesis into professional development, ensuring leaders can effectively exercise judgment 
concerning technology with ethical and strategic insight. This presentation will explore the three 
functions of digital phronesis: fostering digital ethics within military contexts, military leadership in 
the digital age, and digital literacy as it relates to openness to technological adoption and innovation. 
This analysis sets the groundwork for integrating digital phronesis into military education and 
training and proposes future research to refine and expand this military professional development 
framework. By emphasizing the role of human judgment and ethical considerations in the HMI, this 
framework not only prepares military leaders for technologically advanced battlefields but also 
ensures that, unlike the fictional scenario of 'Skynet,' technology enhances rather than overrides 
human decision-making capabilities.  
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Desired SEAD Lessons: The Contested History of Israel’s June 1982 Bekaa Valley Operation 

2. Military History 
Roland Popp1 
1 Military Academy at ETH Zurich, Switzerland 
 
 During the 1970s, Western observers of military affairs re-focused on the most likely future war, a 
confrontation with the Soviet and Warsaw Pact forces along the Central Front in Europe. As recent 
US experiences in Southeast Asia only had limited relevance for the imagined “next war”, US (and 
Western European) observers instead focused on other Cold War conflicts on the periphery as 
laboratories of future high-intensity warfare. Arab-Israeli Wars were the preferred choice given the 
presence of most modern Eastern and Western weapons technology, the influence of mutual 
doctrinal and operational concepts, and also the fact that Israel, the pro-Western side equipped with 
US weaponry, always prevailed. One of the most influential military events with an impact to the 
present is Operation MOLE CRICKET 19 in June 1982, the successful destruction of Syria’s 
integrated air defense system in the Lebanese Bekaa valley. It seemed to revise the previously 
pessimistic assessments deriving from the 1973 Yom Kippur War some of which were interpreted as 
having rendered both the tank and aircrafts obsolete. The lop-sided Israeli success against Syrian 
SAMs was therefore highly welcomed in the West given the expected difficulties NATO aircraft 
would encounter against Soviet air defenses. The lessons of Bekaa, however, were rather specific 
and nearly impossible to replicate given context and circumstances, an insight hidden by 
unprecedented secrecy to this day. The paper will attempt to reconstruct the actual events of Bekaa 
and its reception by drawing on Eastern and Western intelligence source material, available US 
records and European attaché reports.  
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The operational environment in Helmand 2006-14 - an analysis of the utilization of intelligence 
capabilities in Danish counterinsurgency operations 

2. Military History 
Jesper Nielsen1 
1 Royal Danish Defence College 
 
 The Danish Armed Forces gained extensive firsthand experience in counterinsurgency operations 
during their 8-year military campaign in the Helmand Province. However, there were significant 
deficiencies in the capabilities necessary for effective operations in this environment. Numerous 
publications indicate that Danish and other Western forces failed to adequately invest in grasping the 
operational intricacies of the War in Afghanistan. This lack of comprehension regarding Helmand's 
socio-political landscape, coupled with years of applying conventional military tactics against an 
irregular adversary, had resulted in a series of operational mistakes and resource misallocations.[1] 
Unlike conventional warfare, which relies on concentrated firepower, a successful counterinsurgency 
campaign relies especially on the effectiveness of its intelligence apparatus.[2] Thus, understanding 
the operational environment remains vital, with a strict need for timely and systematic intelligence 
collection, analysis, and dissemination throughout the campaign. 
 
This abstract serves as the part of an ongoing Ph.D. dissertation (2023-26), which will explore a 
specific aspect of Denmark's military involvement in the War in Afghanistan (2001-2021). The 
presentation will primarily focus on my theoretical- and methodological considerations in this early 
phase of the project. My aim is to shed a light on how tactical intelligence capabilities were 
deployed, adapted, and utilized over the Danish counterinsurgency campaign in Helmand from 
2006-14. This will primarily be achieved through a historical analysis that will explore the 
development and implementation of tactical intelligence capacities and its effectiveness within the 
operational environment. The project is organized as a monograph in three sections. The first 
examines the theoretical landscape of intelligence use in counterinsurgency. The second provides a 
historical analysis of the Danish Helmand Campaign, using archival material and qualitative 
interviews with key personnel to clarify and expand on the archival findings. The third 
contextualizes the findings within contemporary counterinsurgency literature, identifying operational 
challenges and exploring effective solutions. 
 
The theme of my dissertation aligns with the overall conference theme, as it is my belief that the 
final product will be a small brick in the overall evaluation of the Danish military contribution in the 
war in Afghanistan.[1] Andersen, Vistisen, and Schøning, Danske erfaringer med 
stabiliseringsprojekter og CIMIC, 63; Martin, An Intimate War, xiii, 51, 163–67; Sopko, ‘SIGAR 
21-46 LL’, 76; Ucko and Egnell, Counterinsurgency in Crisis, 77–79. 
 
[2] Galula, Counterinsurgency Warfare, vii; Byman, Going to War with the Allies You Have, 9.  
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"Artificial Intelligence" in Military Missions – Public Opinion about a new Phenomena 

3. Military Technology 
Stefano De Rosa1 
Michael Honegger1 
1 Swiss Military Academy (MILAC) at ETH Zurich 
 
 Humanity is facing a new era, shaped by the expansive use of technologies based on "artificial 
intelligence" (AI). This new technology affects more and more activities of our society, e.g. in 
financial business, medicine, media, and so on. Armed forces, too, are increasingly seeing 
opportunities to use AI for their own purposes (Longpre et al., 2022). This evolution has potentially 
far-reaching consequences: The frequency, form and outcome of operations are eventually affected, 
but also the very doctrines and structures of armed forces as a whole (Johnson, 2019). However, it is 
still unclear how exactly AI will affect the future deployment of armed forces. 
 
Some studies already consider the public opinion on the use of AI in military missions, presenting 
divergent attitudes. For instance, Hadlington et al. (2024) find that the public acceptance of the use 
of AI by Armed Forces is high when it is related to an increase of efficiency as well as the 
possibility to reduce potential risks and safe lives. The potentially lethal use of AI based tools 
encounters a much less favorable attitude (ibid.). Trust in AI and in the armed forces themselves 
appear to be important factors influencing these opinions (ibid.). Lillemäe et al. (2023) identify 
similar aspects influencing the public perception of AI based military devices. A survey conducted 
in the USA show also a mixed support for military technologies based on AI. A clear majority, 
however, speaks in favor of the future development of this kind of technology by the US Armed 
Forces (Morgan et al., 2020). 
 
This presentation gives additional evidence on how people generally judge the use of AI in military 
operations nowadays. Is it seen more as a threat? Or should the development of AI be promoted by 
the armed forces? How are the answers to these questions linked to the general attitude towards AI 
and the armed forces? These are absolutely key questions, as the future development of armed forces 
must be democratically backed. The data is based on a survey conducted in January 2024 in 
Switzerland about security affairs and the Swiss Armed Forces.  
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Effect of PTSD on Ukrainian Military Leadership in the times of war 

4. Military Leadership, Command and Control and Basic Competences 
Nino Tabeshadze 
 
 Post-traumatic stress disorder (PTSD) is a psychological condition that may arise in individuals who 
have been exposed to or have witnessed a traumatic incident. Among various triggers, combat 
exposure stands as one of the most common causes of PTSD. While extensive research has explored 
the impact of PTSD on individuals, further investigation is necessary to understand its effects on 
military leaders, particularly in times of war. This paper aims to look into the prevalent ramifications 
of PTSD among military leaders in the Ukrainian army by analyzing and synthesizing data from 
Ukrainian sources. 
The influence of PTSD on leadership can be significant, especially amidst the ongoing war in 
Ukraine. Numerous ways in which PTSD can remarkably affect leadership are anticipated to arise 
from sources focusing on Ukrainian military leadership: 
1. Impaired Decision-Making: PTSD can hinder a leader's capacity to make sound decisions by 
causing symptoms like hypervigilance, flashbacks, and intrusive thoughts, thereby hindering clear 
and rational decision-making processes. 
2. Emotional Dysregulation: Leaders struggling with PTSD may encounter difficulties in regulating 
emotions, leading to intense mood swings, anger outbursts, or emotional detachment. This emotional 
turbulence can undermine a leader's ability to maintain composure, handle stress, and instill 
confidence in their team. 
3. Stress Management Challenges: PTSD often entails heightened levels of stress and anxiety, 
exacerbating the challenge of managing stress, particularly in high-pressure leadership roles. Leaders 
with PTSD may struggle to cope with stressors, potentially resulting in burnout or ineffective 
management of demanding situations. 
4. Reduced Focus and Concentration: Symptoms such as intrusive thoughts and hyperarousal 
associated with PTSD can disrupt a leader's focus and concentration, making it troublesome to 
prioritize tasks, delegate responsibilities, and maintain organizational efficiency. 
5. Avoidance Behavior: Individuals with PTSD may employ avoidance behaviors to cope with 
trauma triggers, extending this avoidance to their leadership duties. This may be displayed as 
procrastination, neglect of responsibilities, or reluctance to confront challenging issues. 
6. Loss of Confidence and Self-Efficacy: PTSD can degrade a leader's confidence in their abilities 
and judgment, fostering self-doubt and diminishing self-efficacy. Consequently, this loss of 
confidence may diminish a leader's capacity to inspire and motivate others effectively.  
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Effectiveness of a Positive Psychology Intervention on Resilience Enhancement Among Cadets: 
A Longitudinal Study 

4. Military Leadership, Command and Control and Basic Competences 
Lobna Cherif1 
1 Royal Military College of Canada 
 
 This study evaluates the efficacy of a positive psychology intervention aimed at enhancing 
resilience among cadets through the implementation of the S.P.A.C.E. framework, a five-step 
strategy integrating character strengths and mindfulness practices. Preceded by assessments at pre-
test, post-test, and a one-month follow-up, the intervention comprised a 90-minute session designed 
to facilitate the interruption of negative thought and emotional responses, while promoting the 
utilization of mindfulness practices and character strengths. Results indicated significant increases in 
cadets' resilience measures following the intervention, with sustained effects observed at the one-
month follow-up. Additionally, cadets reported decreased reactions to stress at the one-month mark. 
These findings underscore the potential of the S.P.A.C.E. intervention in bolstering resilience and 
mitigating stress among cadets. Implications of these results for resilience training in military 
contexts are discussed, along with avenues for future research, including the exploration of potential 
moderators and mediators of intervention effects.  Conclusions: The findings from this study align 
with previous research demonstrating the effectiveness of character strengths and mindfulness-based 
interventions in improving psychological well-being and resilience. However, it is essential to 
exercise caution in interpreting these results due to limited studies and heterogeneity across military 
interventions. Further research is warranted to strengthen the evidence base and ascertain the 
generalizability of such interventions. Impact: This study contributes to the growing body of 
evidence supporting the use of character strengths and mindfulness-based interventions to enhance 
resilience and psychological well-being among military populations. The S.P.A.C.E. framework 
offers a novel approach that may positively impact individuals' well-being, resilience, self-esteem, 
and self-efficacy, while potentially reducing symptoms of mental distress. Future research should 
aim to replicate these findings in various populations. Efforts to diversify participant samples will 
enhance the generalizability and applicability of the intervention across diverse socio-demographic 
backgrounds.  
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Force Multipliers: Providing Quality Advice to Defence and Security Stakeholders 

6. Security and Defense Policy Strategy 
Harry Kowal1 
Andre Dupuis2, Hanah Naushad2 
1 The Royal Military College of Canada 
2 Space Strategies Consulting Ltd., Canada 
 
 On the heels of the COVID-19 pandemic, countless organizations saw an unprecedented reduction 
in their workforce, a mass departure that has been coined the ‘Great Resignation.’[1] In the US 
alone, “…47 million people quit in 2021, and 50 million more in 2022, according to data from the 
US Bureau of Labor Statistics (BLS).”[2] In Canada, the Canadian Armed Forces (CAF) is 
experiencing retention challenges like never before, with the Chief of the Defence Staff (CDS) 
predicting that problems “…are going are get worse before they get better.”[3] This is grim news for 
Canada, which recently published its Defence Policy Update (DPU) that re-affirms its commitment 
to support domestic and global security and announces a substantial investment in defence 
spending.[4] There is little doubt that the loss of experience makes it extremely difficult for 
decision- and policy-makers to navigate the complexities of today’s global Defence and Security 
environment, let alone chart a vision for a better tomorrow. 
 
Over the years, civilian companies have learned to harness the knowledge and experience of those 
who served in Defence and Security. One such Canadian company is Space Strategies Consulting 
Ltd (SSCL), which has developed “a Pan-Domain approach that moves beyond conventional 
military- and security-focused arenas to include consideration of all elements of National Security 
that are being impacted by continued rapidly evolving global environments.”[5] SSCL has earned a 
distinguished reputation for leading-edge policy and concept research through a powerful 
methodology of gathering and processing information that ensures the highest quality of advice for 
their clientele. In keeping with the theme of this year’s conference, this presentation offers insight 
into the fine-tuned SSCL process, which may serve as a model for “Scaling Up, Learning Lessons, 
Ensuring Quality.” 
 
[1] Klotz A. 2021. The Covid Vaccine Means a Return to Work and a Wave of Resignations. Think: 
Opinion, Analysis, Essays. NBC News Digital. https://bit.ly/3Hg9PWL 
 
[2] Morgan, K. 2023. The Great Resignation is 'over'. What does that mean?, Features correspondent 
BBC. https://www.bbc.com/worklife/article/20230731-the-great-resignation-is-over-what-does-that-
mean 
 
[3] Military personnel shortage will get worse before it gets better, top soldier says. (2022, October 
6). The Canadian Broadcasting Corporation, NA. https://link-gale-
com.journal.rmc.ca/apps/doc/A721251251/CPI?u=king45334&sid=ebsco&xid=2397c804 
 
[4] Government of Canada. (2024). Our North, Strong and Free: A renewed Vision for Canada’s 
Defence. Ottawa: Department of National Defence. https://www.canada.ca/content/dam/dnd-
mdn/documents/corporate/reports-publications/2024/north-strong-free-2024.pdf 
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[5] Space Strategies Consulting Ltd. (SSCL) website, https://www.sscl.solutions/  
 
 



 

40 

 

WG8 (2) Defence Management and Economics 

2024-09-11 
13:15 - 15:00 

WG8 (2) Defence Management and Economics 
 



 

41 

Exploring strategic, economic, and institutional interests of EU members in European defence 
industry: quantitative analysis of EU financing for defen 

8. Defence Management and Economics 
Ringailė Kuokštytė1 
1 General Jonas Žemaitis Military Academy of Lithuania 
 
 Recently, the EU has undergone a significant shift in how member states approach the integration of 
their defence industries. Since 2021, the EU has been systematically financing defence projects 
through the European Defence Fund (EDF), moving away from ad hoc approaches and providing a 
lasting framework for cooperation. However, empirical evidence on the relationship between EU 
financing for defence projects and EU countries' predisposition for integration remains limited. This 
paper utilizes available data on the distribution of such EU financing to explore strategic, economic, 
and institutional interests of EU member states in the European defence industry. Theoretically, it 
differentiates between national interests in the pre-EDF phase and the post-EDF phase of defence-
industrial integration. First, previous research has not sufficiently considered the potential shift in 
national interests. Second, this research has not fully nuanced or integrated relevant explanations, 
particularly the institutional perspective, into accounts of EU countries' interest in defence-industrial 
integration. The results indicate that the institutional dimension has multiple facets, which both 
hinder and support EU members' interest in defence-industrial integration.  
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Researching wargaming in military education: A call for concerted efforts 

9. Professional Military Education 
Björn Sjöblom1 
1 Swedish Defence University 
 
 Researching wargaming in military education: A call for concerted efforts 
 
Wargaming is an important and integral part of military education. The exclamation “This is not a 
game at all! This is training for war” is attributed to general von Muffling when being shown von 
Reissewitz Kriegsspeil in 1824, and has served as a foundational tenet in the legitimization of 
wargaming as an efficient method for training officers in various aspects of warfare. 
 
Some 200 years later, wargaming has been established as a practical method for teaching and 
training in officer education, and is widely used. However, research on educational wargaming as 
part of military education is still very scarce, and much of what there is lacking in several respects. 
Wargaming-based learning (WGBL) is severely understudied, and giving this field a more 
substantial foundation in research could give large returns – there are, so to speak, large white spots 
on this map to explore. 
 
The presentation highlights four key areas through which research on wargaming-based military 
education can be established as significant subfield in research on military education. 
 
Empirical research: Efforts should concentrate on empirical research, both quantitative and 
qualitative, in experimental as well as naturalistic settings. Effects of WGBL are poorly understood, 
and high quality empirical research is necessary to establish evidence-based knowledge of how 
wargaming can support military education. 
 
Interdisciplinarity: Research on WGBL should engage much more closely with related but 
underutilized fields of study. This means emphasizing the connections to research in pedagogy in 
general, as well simulation-based learning specifically. Additionally, game studies and studies of 
game-based learning are both substantial research areas that could support research on wargaming to 
a much higher degree than what is currently being done. 
 
Transparency and openness: Research needs to be made publicly available and shared in research 
communities. Research on WGBL should strive to publish in open and peer reviewed channels, 
rather than shrouding findings in classified reports directly for armed forces. 
 
Consolidation: The fledgling research community of WGBL should establish forums specifically 
geared towards this subject. This includes establishing recurring conferences and symposia, as well 
as a peer reviewed journal. 
 
While there are efforts underway in all of these areas, intensifying these will enable a rapid growth 
of the knowledge base of WGBL. This in turn promises to put the already well established practice 
of wargaming in professional military education on much more solid ground.  
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From Battlefield to Classroom: Incorporating War Games and Staff Rides in Professional 
Military Education (PME) to enhance Urban Combat preparedness 

9. Professional Military Education 
Jonas Björkqvist1 
Mikael Weissmann1 
1 Land Operations Division, Department of War Studies, Swedish Defence University, Sweden 
 
 This proposal explores the integration of war games into staff rides, emphasizing their pedagogical 
value in military training. War games and staff rides serve as dynamic tools to bridge historical 
insights with contemporary military strategies, offering a comprehensive learning experience that is 
both immersive and reflective of real-world conditions. By engaging participants in simulations that 
draw on historical battles within current military contexts, these exercises foster a deeper 
understanding of tactical decisions and strategic outcomes. 
 
This submission explores the integration of war games and staff rides in urban operations training. 
Urban environments pose unique challenges in modern warfare, necessitating innovative training 
methods that can effectively prepare military personnel for complex urban operations. The proposed 
submission will explore the use of war games and staff rides using a multi-dimensional approach to 
simulate combat in urban environments. These dimensions incorporate a variety of urban settings 
from single houses, small towns to dence urban terrain, reflecting the diverse environments soldiers 
may encounter. 
 
The methodology builds on the traditional structure of staff rides, which are enhanced by the 
inclusion of war games. These components are specifically tailored to reinforce lessons from past 
conflicts, while simultaneously addressing modern military challenges. The submission will discuss 
the development and execution of these enhanced staff rides, outlining their benefits in terms of 
participant engagement and learning outcomes. 
 
The Battle of Ortona 1943 will be used as a case study, showing a way to capture four perspectives 
on operations in urban terrain by integrating staff rides and war game methods. This includes the 
presentation of a war game to be used in connection with a staff ride to Ortona. This way the 
submission aims to demonstrate how the strategic incorporation of war games and staff rides can 
significantly enrich military education. By providing a hands-on approach to learning that 
emphasizes active participation and critical thinking, these tools help cultivate a deeper 
understanding of military tactics and decision-making processes. The ultimate goal is to prepare 
military personnel for the complexities of modern warfare through a pedagogically sound, 
historically grounded, and tactically rich training environment.  
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Wargaming Tomorrow's Threats: Educating Through Red Teaming Simulations 

9. Professional Military Education 
Tali Stambulchik1 
1 Wikistrat 
 
 In today's rapidly evolving landscape of security and strategy, simulations used for red teaming can 
be a game-changer.  
 
They help us get ahead of threats and gain unique insights on the various actors and forces at play by 
stress-testing our strategies, promoting critical thinking and sparking in-depth discussions from a 
multidisciplinary perspective. 
 
Through a gamified immersive experience, participants dive deep into complex global situations, 
enter the shoes of global leaders and get a real feel for the weight of each decision. 
 
In a lecture by the Chief Marketing Officer of Wikistrat, we will explore different case studies of 
red teaming simulations, including: 
 
       

 "Putin Goes Nuclear": A what-if scenario of Russia launching a nuclear attack on 
Ukraine, exploring how the world might react and the ripple effects of those choices. It's a 
raw look at how fragile international peace can be and the fallout of going on the offensive. 
 
 

 "When Israel Strikes Iran": A simulation that puts us right in the aftermath of Israel 
hitting Iran's nuclear spots in three different scenarios, each observed from the perspectives 
of five key players and their unique dilemmas in the new geostrategic environment. 
 
 

 "China's Cross-Strait Strategy after the Ukraine Crisis": A simulation that took place 
in the days prior to Russia's invasion of Ukraine. The exercise explored how the tension 
and global reactions to the Russia-Ukraine situation could reshape China's moves toward 
Taiwan, and provided an important lesson on how major events elsewhere can shift 
strategies close to home. 

- 
 
 
Wikistrat is a consulting firm that provides clients with unique insights based on the collaborative 
analysis of subject-matter experts. Since 2009, we have run over 500 tailor-made, interactive 
simulations that use gamification to promote engagement, creativity, and collaboration among the 
participants.  
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Cognitive resistance 

10. Military Strategy 
Andreas W. MMag. DDr. STUPKA, BrigGen1 
1 Austrian Ministry of Defence 
 
 The war events in Eastern Europe, especially since February 2022, have shown us that peace cannot 
be taken for granted. Rather, peace must be seen as an enormous cultural achievement that has to be 
elaborated on an ongoing basis. Opponents of the “Western” understanding of values are flooding 
the West with attacks in cyberspace, subversive elements, sabotage, and terrorist attacks as part of 
hybrid warfare. And in Europe, governments are slowly beginning to realize that something must be 
done to counter these attacks - that it has become necessary to give greater priority once again to the 
immediate defence of the country. 
A significant part of the enemy's hybrid activities is carried out within the framework of so-called 
“cognitive warfare”. This aims to use psychological measures, propaganda, disinformation, and 
smear campaigns to weaken the ability of the Western world to defend itself in order to ultimately 
destabilize democratically legitimate states to such an extent that the aggressor can seize power as 
cheaply as possible and military operations only have to be carried out to occupy the target country 
without bloodshed. 
And the West's opponents have already done a very good job of this cognitive warfare. If you look at 
surveys that have been conducted on the willingness of Western countries to defend themselves, we 
will find that this willingness, especially among the younger generation, is at an all-time low. For 
example, a study conducted by the University of Innsbruck in spring 2024 found that only 14% of 
Austrians would be willing to defend the country. Surveys in other European countries show similar 
attitudes. 
However, it is not enough to simply take defensive measures against cognitive attacks, i.e. to strive 
for defense in the cognitive sphere. Instead, a will to defend must be created within the population. 
People must have internalized the value of a democratic form of society, they must be aware that 
they will lose their rights and freedoms if they continue to let themselves go like this. And they must 
realize that there are powers that want to take these very rights and freedoms away from them. 
A nationwide strategy and concrete measures are therefore needed to increase the willingness to 
fight back. A “cognitive resistance” is needed! The military in particular can make valuable 
contributions and take targeted measures. It is high time and we should therefore start quickly.  
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European military transformation during the war in Afghanistan 

10. Military Strategy 
Marcel Berni1 
1 Swiss Military Academy at ETH Zurich 
 
 The war in Afghanistan (2001-2021) was a transnational undertaking of various, mostly Western, 
armed forces fighting mainly irregular guerrillas. From October 2001, several European military 
forces were deployed as part of multinational operations, including the US-led Operation Enduring 
Freedom (OEF) and the International Security Assistance Force (ISAF), initially under UN 
command and from 2003 under NATO command. This paper examines the role of a subset of 
European militaries in responding to the Afghan insurgency during their deployment as part of ISAF 
from 2003 to 2014. While part of this multinational coalition, their heterogeneous military 
transformation was crucial in fighting the insurgency and countering American pressure. To 
counterbalance the focus on American military doctrine, I will compare the counterinsurgency 
(COIN) doctrine of the German Bundeswehr, the Swedish Försvarsmakten and the French Armée de 
Terre. In Germany, the political leadership, overwhelmed by the mission in Afghanistan, reacted 
with a restrictive attitude towards the Bundeswehr's learning capacity. Under increasing pressure 
from both inside and outside the Bundeswehr, these operational restrictions were increasingly 
relaxed from 2010 onwards. As a result, doctrines such as the new German guideline on 
counterinsurgency became possible. Unlike Germany, Sweden had no explicit COIN doctrine until 
2014, only tactical references in the Armed Forces Guidelines. Nevertheless, integration as part of 
ISAF led to the desire for a COIN doctrine. From a doctrinal perspective, however, France has 
changed the most: COIN doctrines were introduced at both the army and joint levels. The French 
counterinsurgency effort bore a striking resemblance to the US blueprints. However, the lessons 
learned from the French engagement in ISAF have led to a more pronounced military emphasis 
compared to the US roadmaps. Much more offensive than German and Swedish COIN, French 
counterinsurgency doctrine has been heavily influenced by ISAF and its context. While drawing on 
American manuals and the ideas of historical COIN proponents, French doctrines showed a strong 
tendency towards offensive military operations and a much smaller share of non-offensive and 
civilian counterinsurgency concepts. 
My presentation will show that these developments took time and were accompanied by conflicts 
within ISAF and between national military and political leaderships.  
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Shifting Battlespaces: Navigating the Cognitive Frontiers of War in the 21st Century 

1. War Studies, Operations & Tactics 
Lukasz Kamienski1 
1 Jagiellonian University in Krakow 
 
 The evolving information landscape and AI-enabled techniques have facilitated the emergence of 
cognitive warfare (CogWar), an unconventional form of conflict designed to manipulate mental 
processes, including perception, beliefs, and decision-making. This exploits cognitive flaws using 
digital technologies and algorithms. CogWar encompasses various operations, such as information 
warfare, cyber warfare, psychological warfare, and political warfare, while incorporating aspects of 
cognitive neuroscience. CogWar operates at two interconnected levels: (1) strategically, it aims to 
destabilize societies, states, and alliances; (2) tactically, it targets specific military capabilities, 
personnel, and operations. 
 
Key adversaries of the democratic states – Russia, China, and Iran – have actively engaged in 
strategic CogWar, but they have not been directly involved in operations at the tactical level. As a 
result, experts have focused more on the challenges for the social ecosystem than the military one. 
This is a critical oversight as cognitive activities against armed forces will seek to undermine troops’ 
combat readiness and efficiency. This can be achieved by manipulating the perception and judgment 
of soldiers, inducing information overload, creating cognitive stress, impairing their attention, 
decreasing situational awareness, degrading decision-making abilities, comprising unit cohesion, and 
undermining the effectiveness of human-machine systems. Additionally, the potential rise of neuro-
bioengineered super soldiers poses risks of their cognitive manipulation, disruption, and control. 
Neuroenhancements will strengthen soldiers’ cognitive resilience while at the same time introducing 
new critical vulnerabilities. 
 
In response to the rise of non-kinetic “soft-kill” warfare that targets the human brain, NATO formed 
an expert group and, based on its findings, will announce its Cognitive Warfare Concept in the 
summer of 2024. However, as offensive CogWar challenges Western conceptions of war and the 
right to self-defense, NATO does not consider information manipulation an acceptable measure of 
action. This paper argues that as the threat of large-scale cognitive attacks grows, democracies must 
reconsider their ethical, legal, and political stance on offensive CogWar tactics and strategies in both 
the societal and military realms. Relying on defensive and preventive measures alone is not an acme 
of sound strategic thinking but rather a sign of strategic atrophy. NATO urgently needs a paradigm 
shift. Only by taking an active role can it alter the dynamics of CogWar in its favor. The paper 
concludes with initial recommendations for action, starting with defensive and moving towards more 
offensive cognitive measures.  
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How Soviet chemical weapons were perceived by the Swedish armed forces during the inter-
war period, and why this still matters a century later. 

2. Military History 
Gunnar Aselius1 
1 Swedish National Defence University 
 
 In my presentation,, I take a new look at the early stages of the Swedish chemical weapons program, 
taking as my point of departure Swedish historian Wilhelm Agrell's seminal work Svenska 
förintelsevapen from 2002 [Swedish WMDs, 1928-1970].  The Swedish chemical weapons program 
operated from 1928 until the early1960s and included testing of both mustard gas and nerve agents 
like sarin, but never went into full production. The period leading up to World War II saw the 
foundation of a Swedish "military industrial academic complex" which would play a central role in 
the modernization of academia, natural science, research and development in Sweden during the 
Cold War - not least through the creation of  the Swedish Defence Research Agency in 1945 (FOI). 
While Agrell's work offered a valuable first-overview som 20 years ago, my contribution at the 
present conference aims at offering some insight in depth regarding training and organization during 
the 1920s and 1930s. What did the Swedes knew of Soviet chemical weapons and how did these 
insights and assumptions influence them? As has been demonstrated by military historians studying 
the Red Army during the inter-war period, military theorists like Mikhail Tukhachesky, Vladimir 
Triandafillov and Georgii Isserson saw chemical weapons as an integrated part of modern offensive 
operations and an easy way to achieve strategic surprise. There is no reason to believe that the armed 
forces of the Russian Federation in the 2020s view this differently.  
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Grey Zones and Modern Wars: Ramping up for New Challenges 

4. Military Leadership, Command and Control and Basic Competences 
David Last1 
Marzena Zakowska2 
1 Royal Military College of Canada 
2 War Studies University, Poland 
 
 This paper asks how small states should “ramp up” to address challenges short of war. We apply 
insights from the War Studies Working Group’s research on Grey Zones to frame “ramping up” as a 
design problem. Military leaders operate in an ecosystem with police, paramilitary, and intelligence 
professionals, sharing the challenge of preserving the confidence of government and society.  
 
Grey Zones are spaces between positive peace and unequivocal war. Problems of regular and 
irregular war, their intersection in hybrid war, and the imbalance of asymmetrical conflict are 
compounded by the uncertainty of the Grey Zone below the threshold of war. We frame new 
challenges in two steps.  
 
First, we articulate Grey Zone problems in a tabular summary of more than 60 post-2008 case 
examples in six categories, which confound the silos between security services and government 
responsibilities. Electoral interference, intimidation of officials, infiltration through market 
operations, lawfare, foreign ownership and control, weaponized refugee flows, deep fakes and 
communications disruptions are just some examples from the tabular summary of scalable threats 
requiring imaginative multi-sectoral solutions. While we naturally think of Russia and China as 
sources of these threats, they originate with a wide variety of states, including our allies. 
 
Second, to assess emerging threats and "ramp up" responses, we present four continua along which 
Grey Zone threats materialize: violent-nonviolent, attributable-unattributable, regular-irregular 
forces, and minimal-maximal impact. These continua provide a lexicon for describing risk and 
moving towards quantifying it to prioritize responses. 
 
Finally, we suggest a design approach to ramping up along each continuum that defines threats in the 
Grey Zone. The cases, categories, and continua show that military, police, and intelligence assets 
need civilian public and private sector support to respond to many Grey Zone problems.  
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Do drones dream of transparent battlefields? Dealing with past and future alternatives to the 
tactical crisis in contemporary warfare. 

4. Military Leadership, Command and Control and Basic Competences 
Sandro Teixeira Moita1 
1 Brazilian Army Command and General Staff College 
 
 The idea of the presentation to reflect on the tactical crisis installed on the contemporary battlefield, 
motivated essentially by two reasons: the first, the growing disconnection of military force in 
Western countries with their political apparatuses, and the second, the change in tactical dimensions 
and operational, with drones and systems that allow viewing of combat in real time. Drawing on the 
observation of recent conflicts such as the war in Nagorno-Karabakh, Ukraine and Gaza Strip, it is 
clear that military forces with a high degree of tactical proficiency equipped with advanced systems 
are not capable of producing strategic political successes on their own. Considering the conjunction 
of these reasons, the proposal is to offer a possible path to solutions to this crisis, through a systemic 
approach, in which past and future technologies are combined in order to try to see the character of 
combat in the 21st century. Thus, to overcome one of the pillars of the impasse, the combination and 
integration between tanks, missiles and drones provides a clue on this path, at the same time that, 
without a strong political appeal, it will not be possible to equip a military force, given the high cost 
of these equipment, which leads us to the other pillar of the impasse, which is seeking a reconnection 
between military force and political leadership. This can be motivated by campaigns to raise public 
awareness about threats and the purpose of maintaining armed forces capable of dealing with the 
challenges ahead. In this way, such possible avenues appear before us so that a force design can be 
produced in line with what a country can prepare, equip and sustain. Although this may represent a 
high political cost, with profound changes in society, it must be remembered that the cost of military 
failure is even greater, and therefore, investing in ways to deal with this crisis becomes a necessity 
for Western powers and of countries whose doctrines end up being strongly influenced by them.  
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The Evolution of South African Operational Art: From an African Way of War to Doctrine 

4. Military Leadership, Command and Control and Basic Competences 
Abel Esterhuyse1 
1 Stellenbosch University, Department of Strategic Studies, South Africa 
 
 The paper provides an exposition of the nature of the South African way of war and the evolution of 
the operational doctrine of the South African military. The underlying argument is that the South 
African way of war was profoundly influenced by the contextual realities within which it unfolded. 
This specifically refers to making of the South African military as a product of British 
regimentalism, Afrikaner pragmatism, and African irregularity. Although there is a strong irregular 
undercurrent in the South African operational doctrine, the doctrine was largely the product of the 
conventional high-intensity conflicts of the Cold War in Angola; raising questions as to the utility 
thereof for the current African strategic realities that is predominantly irregular and unconventional 
in nature and alignment with the current institutional South African military context. Whereas the 
doctrine was institutionalised primarily by the regimentally- and conventionally-minded officers of 
the SADF, it is the non-statutory and unconventionally-minded officers of the SANDF that is now 
expected to operationalise the doctrine.  
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International law applicable to the protection of submarine cables: the national security threat 
that nobody talks about 

5. Military Law and Ethics 
Ahmed Abdel Hakam1 
1 Volterra Fietta / University of Geneva 
 
 The author proposes to make a presentation on “International law applicable to the protection of 
submarine cables: the national security threat that nobody talks about”. 
 
The author proposes to explain the international law framework applicable to the protection and 
operation of submarine cables.  This issue came to light following the recent instability in the Middle 
East and the Houthi militia’s attacks in the red sea which resulted in the damage of 4 submarine 
cables. 
 
Submarine cables are one of the most critical and strategic infrastructure that no one talks about.  In 
an article published in 2020, a US congressman noted: 
 
“In fact, 98 percent of all international voice, data, video and internet traffic is through these 
submarine cables. Simply put, they are not only the backbone of the international 
telecommunications system but are absolutely fundamental to both our international financial system 
and the world’s global infrastructure at large. 
 
The magnitude of the potential impact is seen in the United States’ Clearing House Interbank 
Payments System processes, which amount to over $1 trillion per day in all manner of commodity 
exchanges, securities and investments. So when it comes to these undersea cables, any tampering or 
destruction at the hands of either a malign state actor or terrorist organization could cause billions of 
dollars’ worth of economic damage in a short amount of time. 
 
History has taught us the negative outcomes of vulnerable undersea cables. For example, during 
World War I, the British successfully destroyed a majority of Germany’s undersea cables, thus 
extensively limiting them in all manner of communications. The world witnessed another incident in 
1959 when the Soviet Union cut cables off the coast of eastern Canada. In the present day, there is a 
real concern that malign actors can send damaging shock waves through the U.S. economy by 
destroying this vital infrastructure.” 
 
The audience will benefit from the author’s presentation given that he currently represents Yemen’s 
National Telecommunication Company TeleYemen (that is controlled by the internationally 
recognised and legitimate government of Yemen) in its efforts to regain control of the submarine 
cables that pass-through Yemen, and which are currently illegally controlled by the Houthi militia.  
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Ecocide and Destroying Environment to Gain Advantage on the Battlefield – The Case of 
Environmental Destruction in Ukraine 

6. Security and Defense Policy Strategy 
Silvia Sommarberg1 
Maro Ketola1 
1 National Defence University, Department of Leadership and Military Pedagogy, Finland 
 
 In our paper, we have studied the war in Ukraine from the view of deliberate environmental 
destruction caused by Russian operations. The focus has been on the wide range of different 
methods used by Russia since 2022 till the beginning of 2024, from the destruction of the Kakhovka 
dam and attacking nuclear power plants to threatening with the use of nuclear weapons. In general 
terms, ecocide refers to heedless or deliberate destruction of the natural environment by human 
action, whether it’s through pollution or acts in war. The term stems from the environmental 
devastation in Vietnam War where the U.S military used the “Agent Orange” a chemical herbicide 
that to this day is still polluting the environment in Vietnam. Some countries have codified ecocide 
in their domestic law. For example, the Russian Federation codified the crime of ecocide in 1996. 
 
For our analysis we used the Finland’s National Risk Assessment 2023 framework to evaluate 
various threats against the society. Our analysis shows that almost all methods used by Russia's 
military damage Ukraine’s nature and environment immediately or over a longer period. In the 
bombing of cities and civilian infrastructure, sewage networks, industrial and energy infrastructure 
are damaged, and various emissions end up in the soil, waterways and atmosphere. These create a 
chain effect and multiplie as the destruction increases, and they also affect the living conditions of 
citizens, including access to clean drinking water, food, and electricity. According to some 
estimates, the current destruction has already in many respects ruined a significant part of 
agricultural land that is central to agricultural production in Ukraine. 
 
Russia's wide-ranging methods in Ukraine highlight the need to examine military operations more 
thoroughly from the perspective of environmental damage and the long-term effects it may cause on 
society's resilience. Destroying adversary’s environment during war is nothing new, and as we see 
with ecocide, there are actors who are willing to ignore international law to achieve their goals in 
wars and conflicts. There is a great need to identify the possible vulnerabilities that if destroyed 
would cause significant and long-lasting environmental damage and raise preparedness for these 
types of attacks.  
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Increased tensions in the Indo-Pacific. Strategic implications for the Danish-Indian 
partnership 

6. Security and Defense Policy Strategy 
Anne Sofie Schøtt1 
1 Royal Danish Defence College, Institute for Strategy and War Studies 
 
 With a population of 1.4 billion people, India is the world's most populous country. Over the past 
decades, the country has experienced economic growth, and India is now the world's fifth largest 
economy. In addition, India is the world's largest arms importer, and the largest importer of arms 
from both Russia and France. Due to growing economic and political influence, India is perceived as 
an emerging power. Under the helm of Prime Minister Narendra Modi, India is seeking to translate 
this position into international recognition as a major power on par with other global players, such as 
Russia, China and the United States. 
 
The multipolar world order seems to suit India very well. This is evidenced by India's reluctance to 
take sides in the Ukraine conflict. Instead of supporting the sanctions against Russia, India benefits 
economically by buying cheap Russian oil. In doing so, India is determined not to encourage closer 
ties between Russia and China, with which India has a long-standing and tense relationship due to 
border disputes and China's increased engagement in India's vicinity, particularly in the Indian 
Ocean. To counter the pressure from China, India has deepened its relationship with the United 
States. 
 
How far is India willing to go in terms of cooperation with the United States if it comes to further 
escalation between China and the United States in the Indo-Pacific? And where does that leave small 
states like Denmark, which has entered into a strategic partnership with India on green technology 
and maritime cooperation? Drawing on strategic interactionism proposed by Erving Goffman, this 
presentation discusses the strategic implications for Denmark's strategic partnership with India in 
light of increased tensions between the United States and China.  
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Civil-Military Relations Revisited: Paramilitary Organisations and the Civilian Defence 
Capacity in Georgia 

7. Armed Forces and Society 
Rusudan Zabakhidze1 
1 Swedish Defense University, Department of War Studies, Sweden 
 
 The ongoing Russia-Ukraine war provides a glimpse into how civilian contributions to war can look 
in a contemporary context (Kepe & Demus, 2023). While the conscription system represents the 
main recruitment method for maintaining the military force in Georgia, the number of civilians 
enlisting in short-term military training programs has increased. The emergence of paramilitary 
groups in Georgia is not a new phenomenon, however, the academic knowledge on such groups, 
especially in a more contemporary context remains limited.  
 
The proposed paper addresses the civilian dimension of the total defence concept which entails the 
military resistance of civilians to the aggressor in the case of a foreign invasion (Bērziņa, 2018). 
More specifically, I propose to study two voluntary paramilitary formations in Georgia: Association 
"Aisi" and Gen Mazniashvili Youth Legion". This paper will provide useful insights into the 
ideological foundations, motives, practical organisation, and the modes of groups' relations with the 
state institutions.  
 
Civil-military partnerships require scrutiny to ensure that reactionary military formations beyond the 
state security and defence apparatus operate within the margins of the national law, abide by the 
transparency and accountability norms, and contribute to the general objectives of the state’s 
national security strategy. Thus, the overarching aim of the proposed research is to enrich the 
empirical knowledge about evolving civil-military relations by examining the convergence between 
the strategic objectives and the goals of the voluntary military formations originally established 
outside of the state security sector. In doing so, the proposed research aims to contribute to the 
theoretical and policy debates concerning total/comprehensive defence with a particular emphasis on 
civilian defence and the relations during peacetime between the military and society at large. Paper 
will use the Causal-Process Tracing method to identify the sequential and situational configurations 
of key determinants of civilian-military mobilizations in Georgia.  
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Aspects on the Comprehensive National Defence 

7. Armed Forces and Society 
Teija Sederholm1 
Rasmus Rannikko2, Mikael Salo3 
1 National Defence University 
2 Bank of Finland 
3 The Finnish Defence Forces 
 
 The Finnish defence system relies on comprehensive national defence, a model derived from the 
Cold War era concept of total defence, that combines all the national and international military and 
civilian activities necessary to safeguard the sovereignty of the society and the living conditions and 
safety of its citizens from external threats. Nowadays, an essential part of the model is 
comprehensive security, a cooperation model for safeguarding the vital functions of society through 
a whole-of-society approach handled together by authorities, businesses, NGOs and citizens. 
Throughout its independent history, Finland has been militarily non-aligned and strongly relied on 
its independent defence solution, with general conscription, defence will and credible military 
defence capabilities as bedrocks of the nation’s defence. As Russia’s aggression towards Ukraine 
profoundly changed the security environment in Europe, Finland swiftly started its process to join 
the NATO and became member of the alliance in April 2023. 
 
This article describes how the comprehensive security approach is one of the bedrocks of Finland’s 
national defence and security. We delve into the origins of total defence, the evolution of the model 
during the Cold War and the emergence of the comprehensive security approach. We discuss the 
importance of the comprehensive national defence and security models in the current complex 
hybrid and cognitive warfare environment. We identify the models’ key components and discuss 
how they contribute to the two main objectives of the model – building deterrence and resilience 
against threats to society. Finally, we assess how the current models could evolve in the future, 
emphasizing the implications of Finland’s reversal from militarily non-aligned to deeply militarily 
integrated nation in the changed security environment.  
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The Three Seas Initiative from the perspective of the Copenhagen School 

8. Defence Management and Economics 
Marta Gębska1 
1 War Studies University, Faculty of National Defence, Department of International Security and 
Diplomacy 
 
 The Three Seas Initiative (3SI) is a form of regional cooperation established in 2016. It brings 
together 13 countries from the Central, Eastern and Southern European region and the Baltic states 
(Lithuania, Latvia, Estonia, Poland, the Czech Republic, Slovakia, Austria, Hungary, Romania, 
Bulgaria, Croatia, Slovenia and Greece). It was proposed by the then presidents of Poland and 
Croatia, who were aware of a report created by the American think tank Atlantic Council, 
'Completing Europe', describing investment gaps and the resulting security risks. The article will 
analyse the 3SI from the perspective of the so-called Copenhagen School. This was developed by a 
team working under Prof. Barry Buzan and is readily used by international relations scholars to 
assess the international security environment. The article will analyse the security sectors and 
complexes and the issue of securitisation in relation to the countries cooperating under the Initiative. 
The Initiative also includes Ukraine and Moldova as participating partners and the US, Germany, the 
European Commission and Japan as strategic partners. This form of cooperation is of great 
importance for the security of the region, as it covers the energy, transport and digitalisation sectors. 
 
The current areas of interest of 3SI are: 
 
       

1. economic growth and resilience of the 3SI region; 
       

1. geopolitics - in the context of current extremely violent geopolitical situation, it is crucial 
to have a platform for cooperation with a clear vision and aim to develop practical linkages 
among the nations; 

2. greater interest among investors - the countries have stood out for many years for their 
above-the-average rates of economic growth; 

3. energy security and the diversification sources of energy across the region, combined with 
transition to alternative energy and the creation of sustainable and resilient energy 
infrastructure is a high priority in the current geopolitical and economic environment; 

4. support to Ukraine to rebuilt the country. 
Nowadays, the meetings of 3SI take place in the form of: annual summits at the presidential level, 
business forums, local government forums and parliamentary forum. In 2020 the Three Seas 
Initiative Investment Fund, and in 2024 a new fund of 3SI was created to support the process of 
financing regional investments. These forms of cooperation demonstrate that 3SI can become a real 
actor in the security of the region.  
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The Russian Semi-privatization of War: The Case of Wagner in Ukraine 

10. Military Strategy 
EMMANUEL KARAGIANNIS1 
1 Department of Defence Studies, King's College London 
 
 After more than two years of war, it is possible to assess the Russian semi-privatization of war in 
Ukraine and draw valuable lessons for the future. Since the summer of 2022, a very large number of 
Russian and foreign mercenaries have joined the regular Russian army in fighting the Ukrainian 
army in Donbass and elsewhere. The partial “privatization” of the war is an innovation in itself that 
has to examined analytically. During the tsarist period, the army was under strict 
surveillance because officers were the only ones who could challenge the regime. In the Soviet era, 
the role of the political commissar was to enforce political control over the military through his 
presence at the strategic and operational levels. The use of private military companies, such as the 
infamous Wagner, runs counter to Russian military culture that prioritizes political control of the 
military. However, mass mobilization is neither desirable nor feasible in a middle-class country like 
Russia. The use of mercenaries allows Moscow to hide casualties from the Russian public opinion 
that does not massively support the war in Ukraine. The Wagner’s force functioned as a small army 
capable of operational and tactical support when was needed before the Prigozhin Mutiny in June 
2023. The paper examines how the use of Wagner mercenaries in Ukraine has influenced both 
Russian strategy and military culture during 2022-2023.  
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Methodology and Studying Strategy Sensibly 

10. Military Strategy 
Lukas Milevski1 
1 Leiden University 
 
 Strategic studies lacks a text which explores how actually to study strategy sensibly, a text which 
would not only explore strategy conceptually but then also link it to other key research design topics, 
such as the purposes of research, theory-building, and methodology.  This article aims to address the 
methodology part of this gap in the literature. 
 
Qualitative and quantitative methodologies reflect two different research cultures, their fundamental 
difference being their respective research orientations: “causes-of-effects” (CoE) and “effects-of-
causes” (EoC).  Alongside CoE one can also add interpretive perspectives.  This article explores 
both cultures in terms of what forms of thinking they reflect and what kinds of strategy-relevant 
questions they can, or cannot, answer. 
 
            EoC research tends to fall into one of two categories: quantitative or 
structuralist.  Quantitative methodologies try to reduce war, warfare, and strategy to numbers 
(particularly averages), whether this is done in political science or operations research.  Structuralist 
methodologies try to explain events by relying on larger contextual structures, whether geography, 
social forces, etc.  Each discerns general patterns in its data to say something about warfare or the 
context in which it is taking place.  Yet because EoC-generated insight is inductive, it has trouble 
engaging with the future, and its attempts to do so are flawed.  As a result, EoC-answerable 
questions can only propel the researcher to the starting line of researching strategy, because strategy 
itself is a logically abductive activity concerning the imagination, implementation, and effectiveness 
of a process in unique circumstances—which EoC research can support but not explain with its 
generalized data. 
 
            By contrast, CoE research is qualitative, generally historical, and often dives into details 
concerning how causes led to effects, although interpretivist methodologies eschew 
causality.  Interpretivism may take various forms but it is often similar to EoC structuralist 
approaches, although it often broadens the field from merely a study of structure also to encompass 
the relationship between structure and agent.  Such features allow CoE and interpretivist 
methodologies to engage directly with strategy’s own inherent abductive logic, allowing both CoE 
and interpretivist methodologies to study strategy itself, which is something EoC cannot do. 
 
            This is not to assign various methodologies absolute values; such a thing is impossible.  But 
it does delineate for the first time in strategic studies what uses various methodological perspectives 
have, and it will allow researchers to connect, more deliberately and sensibly, questions and 
methodologies to study strategy.  
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The impact of hybrid threats on operations in modern warfare 

1. War Studies, Operations & Tactics 
Viktor Savchenko 
 
 The relevance of this paper stems from the evolving nature of warfare, marked by changes in forms 
and methods. This study analyzes the hybrid war the Russian Federation instigated against Ukraine. 
Characterized by a combination of actions involving covert deployment of regular troops, illegal 
armed formations, terrorist organizations, propaganda, sabotage, and terrorist attacks, this hybrid 
warfare model is expected to shape future armed conflicts, significantly impacting military 
operations. 
 
Hybrid threats pose challenges in identification and tracking due to their cunning and implicit 
methods. Commanders on different levels actively seek ways to identify these threads and protect 
subordinate forces. 
 
Hybrid threats directly affect the operation during its preparation phase and throughout conducting 
in a defined operational area. These threads can be typically divided into four levels of influence: 
political, legal, informational, and physical or kinetic (directly related to human material loss). 
 
The Russian Federation has initiated actions at the diplomatic level in advance, affecting internal 
political processes in Ukraine. These measures included creating a belt of instability, influencing and 
applying double standards, portraying Ukraine as a "Security Threat," actively interfering in 
elections, infiltrating agents of Ukraine's government and security structures, and stimulating 
corruption. 
 
The armed forces of the Russian Federation, whenever possible, avoided direct military 
confrontations and widely employed asymmetric actions, illegal armed formations, terrorist 
organizations, and criminal elements. At the same time, the deployment of regular troops (forces) 
was conducted covertly. All these measures at the legal level curbed the full exploitation of the 
Armed Forces of Ukraine. 
 
Russian propaganda, an artificial parallel informational reality, along with elements of cyber warfare 
are significant factors in influencing the information space of the population of Ukraine, the 
population of the Russian Federation, and the global community. 
 
Simultaneously, the Russian Federation employed sabotage, tactics of terror, sabotage, and the 
involvement of proxy forces to destabilize the situation and increase pressure on the military-
political leadership of Ukraine. 
 
The paper aims to identify factors impacting armed forces' effectiveness under hybrid threat 
influence and the broader context of modern military conflicts. The study outlines key areas for 
commanders to address when countering hybrid threats during preparation and execution of 
operations.  
 
 



 

73 

 



 

74 

The challenge of public-private partnerships towards grand strategy designs for defence  

1. War Studies, Operations & Tactics 
Megghi Pengili1 
1 University of Leeds 
 
 The ongoing war on Ukraine (2022- ),  the conflicts in the Middle East, the potential proxy wars 
between the USA and China with potential battlefields in Venezuela or Myanmar,[1] and other 
security threats, including cyber-attacks, hybrid threats and disinformation call for defence 
organisations to invest in resilience and transformation to tackle challenges. This suggests that the 
strategic environment of the next decade will be very different from what it looks like now or what it 
was in the past. Against this backdrop, governments are increasingly partnering with the defence 
sector to go beyond its remit of reactive defence towards proactive defence by investing in strategic 
policies, concepts and assessment capability plans that enable the defence organisation to withstand 
challenges overtime. This attitude is also reflected in the institutional publications developed at the 
EU and NATO levels in the period between 2017-2023. 
On this basis, it is possible to infer that the inclusion of public-private partnerships between 
governments and defence is key in the crafting of a defence grand strategy, the results of which can 
shape the world of tomorrow, calling thus for an evolution in the interpretation of the concept of the 
grand strategy itself. This paper highlights the significance of knowledge for partnerships in 
providing the state with the necessary tools to react as circumstances dictate and their role in 
exploiting the existing capabilities to determine the direction/subject of geopolitical debates. The 
work makes an empirical contribution to the field of defence & strategic studies, and a practical 
contribution in security consultancy. 
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The Potential of AI to Alter Warfare in the Air Domain: A Review of Recent Discussions and 
Battlefield Developments  

1. War Studies, Operations & Tactics 
Marcel Mangold1 
1 Swedish Defence University 
 
 This paper examines how artificial intelligence (AI) alters conditions for warfare by examining 
discussions on the potential of using artificial intelligence (AI) in warfare in the air domain and the 
actual uses of it in this domain in Israel and Ukraine. Despite widespread attention to AI in the 
domain of warfare in recent years, few systematic reviews of debates and literature exist on how AI 
applications alter warfare and few reviews of the recent uses of AI in warfare in current wars. The 
paper discusses critically assumptions inherent to the debate on AI’s potential to alter warfare. It 
foregrounds some areas in which AI substantially impacts and will most likely grow in importance. 
Doing so, the paper conceptualises how AI-powered systems alter warfare and what the implications 
are for warfare in the air domain. The paper ends by discussing the implications of the findingss and 
for tactics as the for small state development and application of AI in warfare in the air domain grow 
in scope.  
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Desertion and the perception of war among Finnish deserters to Sweden in World War II 

2. Military History 
Moa Hanson1 
1 Uppsala Universitet 
 
 The paper analyses how war experiences can be understood in terms of individual soldiers' choices 
to desert. The reasons that can drive soldiers to flee and, from the point of view of the armed forces, 
betray their country and their fellow countrymen can vary, not least depending on where and when 
in history the studied desertions took place. The term deserter has often been linked to cowardice, 
disloyalty, immorality, anti-social behavior and more extreme expressions such as psychopathy, 
treachery and being the lowest lives in society.  
    In my thesis project, I am researching the Finnish deserters who fled to Sweden during World War 
II in order to escape the war and military service. In this presentation, I will discuss some of the 
results of the study, which provide corrections to existing research on Finnish deserters as well as 
research on desertion in general. My main focus is on the motives behind the decision to desert. The 
men's stated reasons to desert are found in interrogation protocols from the Swedish district 
magistrates as well as personal files from detention camps and from the Foreign Commission. What 
were the men's motives for fleeing? Was it due to a perceived more liberal view of deserters by the 
Swedish authorities, war trauma, ideological beliefs, tough masculinity norms or a disagreement 
about the aims and means of the war? Or could it be the development of the war in itself or entirely 
different reasons such as linguistic, economic or social affinity with Sweden? By analyzing their 
statements in different sources and then relating them to the war in Finland in general and desertion 
in particular I hope to provide new knowledge about the deserters' experience of desertion itself and 
the effects of their reception by Swedish authorities.  
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Early Swedish-US military cooperation 1943-1955 

2. Military History 
Gellert Hardi-Kovacs1 
1 Kim Tae Hoon 
 
 My lecture will be an excerpt from my broader research on Swedish intelligence during WW2, 
namely the first contact between US and Swedish military during WW2. These contacts were taken 
in 1943, at a time when Sweden wanted to reshape its preceived pro-german orintetation from the 
early years of the war. OSS, the newly established American foreign intelligence, did not lack 
resources, but experince, know-how and networks in Europe. The Swedes could provide them with 
much of that, and would gain "good points" and recognition from the Allies after the war. 
 
Thus started from 1943 a cooperation that soon became very intensive and much more extensive 
than was known until the recent years. This cooperation was approved and even encouraged by the 
Swedish government, athough they had officially nothing to do with it. Instead, it was "leased out" 
to the C-bureau, a subdivision of the Swedish military intelligence that were responsible for the most 
secret but also shunned actions. 
 
Within only one year the cooperation extended to a great amount of different projects and missions. 
Some of them very secret and pure intelligence-orientated, others more towards 
conventional  military goals. Maybe the most well known are the Sepals, a line of bases in the 
mountains right on the Swedish-Norwegian border in the arctic region, manned by US secret agents , 
Norwegian resistance fighters but also Swedes. Serving the bases was a enormous and sophisticated 
logistic undertaking with hundreds of tonnes of equipment flown into Stockholm, put into depots all 
around the city and then taken up north. Through the Swedes the OSS wanted to play a geater role in 
the Scandianvian theatre of secret military operations, an area were the British guarded their 
networks and know-how jealously 
 
Less known are US-Swedish actions to get in touch and build up pro-western ( And anti-Nazi as well 
anti-Soviet) resistance in noumerous countries like the Baltic states, Hungary and in Germany itself. 
These actions consumed considerable planning and resources, put participants in great danger, but 
the gains were questionable. 
 
These actions continued and became even more extensive after the war, when the espionage was 
directed solely against the communist states asnd the former German enemy had become an ally. 
This cooperation would suffer tragic setbacks when two Swedish airplanes on intelligence mission 
against the Soviets were shut down. I would like to present these early years of a cooperation that 
became known only long after.  
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Military or humanitarian aid? Sweden, neutrality and the case of FRELIMO in Mozambique 
1964–1975. 

2. Military History 
Christian Kjellsson1 
1 Department of Military History, Swedish Defence University. 
 
 In this case study, I discuss the ways in which the Swedish foreign affairs and aid policy towards 
southern Africa developed from the early 1960’s in relation to Sweden's policy of non-alignment in 
peace with the intention to be neutral in the event of war. I have chosen to study the Swedish 
government's support mediated via Swedish International Development Authority (SIDA) to the 
national movement FRELIMO in Mozambique 1964–1975. 
 
The main questions asked in this study were: When and under what circumstances did Sweden 
provide aid to FRELIMO? What was the nature of the aid? What arguments were put forward and 
how was the matter of support to FRELIMO being discussed in relation to the policy of Swedish 
neutrality?  
 
I have discovered that the aid to FRELIMO developed and changed in terms of both content and 
execution. While the early aid consisted of relatively small cash grants it developed in a relatively 
short period into commodity aid worth many millions Swedish kronor – containing everything from 
provisions and children's shoes to custom built heavy lorries painted dark green. This study 
strengthens the results from the study of Swedish historian Urban Lundberg, where he argues that 
the boundary between what was humanitarian aid and what was military aid was blurred. 
 
My study also shows that Swedish officials at both SIDA and the Ministry of Foreign Affairs knew 
that FRELIMO employed the material they delivered in military operations, even tailoring the aid to 
fit FRELIMO:s military challenges, despite the Swedish policy of non-alignment in peace with the 
intention to be neutral in the event of war. For example they started sourcing powerful motorboats 
that could be used for troop transports and/or as system platforms.  
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Implementation of measures during an epidemiological high-risk situation in a militia 
formation of the Swiss Armed Forces and their consequences 

4. Military Leadership, Command and Control and Basic Competences 
Michael Brönnimann1 
Mauro Tarca2, Nicola Guerini3, Johannes Heverhagen1, Stephan Bloesch4 
1 Department of Diagnostic, Interventional and Paediatric Radiology, Inselspital, Bern University 
Hospital, University of Bern, Freiburgstrasse 10, 3010 Bern, Switzerland 
2 University of Bern, Murten Street, 3008 Bern, Switzerland, mauro.tarca@students.unibe.ch 
3 Special Forces Command of the Swiss Armed Forces, Caserma, 6810 Isone 
4 Department of Paediatric Surgery, Evelina Children’s Hospital, Westminster Bridge Rd, Lambeth, 
London, SE1 7EH, UK 
 
 Introduction: 
 
This cross-sectional study examines the effectiveness of measures enacted by the army command 
and the responsible battalion doctors in this high-risk setting of an annual refresher course of 4 
weeks. The intention was to minimize the spread of the SARS-CoV-2 virus in a high-risk setting. 
 
Materials and Methods: 
 
Retrospective analysis from 16th August to 10th September 2021 and from 22th May to 16th June of 
2023. All soldiers underwent an entry and exit health check with a questionnaire. Questions relating 
to weekend leave and overall medical performance were asked again two years later. Strict health 
measures were established during the course in 2021, and regular testing was performed. 
Equivalence testing was performed to investigate the measures taken between our army population 
and the age-matched Swiss population during the investigated period. 
 
Results: 
 
Out of 482 healthy Swiss male soldiers, aged 24.6 on average, 58% were vaccinated, with 86% 
having received two mRNA vaccine doses. Only two soldiers tested positive for COVID-19 at entry, 
none during the course. Statistical Equivalence was observed in COVID-19 positivity rates 
compared to the age-matched Swiss population. Despite most soldiers opposing the weekend leave 
ban, their views remained largely unchanged two years later, with 71% expressing satisfaction with 
the 2021 health measures and medical performance. 
 
Conclusions: 
 
Despite the delta variant's prevalence and a 58% vaccination rate among soldiers, no direct 
transmission occurred. Strict health measures and frequent testing effectively minimized disease 
spread, achieving remarkable statistical equivalence. The weekend leave ban warrants careful 
consideration in this context.  
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Cognitive warfare is emotional subversion: Reorienting the emerging research agenda 

6. Security and Defense Policy Strategy 
Samuel Zilincik1 
1 Tomas Bata University/University of Defence, Czech Republic 
 
 “Cognitive warfare” has recently emerged as a concept supposed to capture the changing character 
of contemporary warfare. The problem is that the concept does not make much sense, either 
strategically or psychologically. From the perspective of strategic theory, the concept needlessly 
militarises non-military activities, it confuses ends with means and fails to draw on relevant strategic 
thought.  From a psychological perspective, the concept lacks clear content of cognition, relies on an 
outdated understanding of various cognitive processes and fails to develop a link between cognition 
and behaviour. All these deficiencies can be rectified if we understand the relevant phenomena as 
subversion rather than warfare and apply an emotional rather than purely cognitive lens. 
Accordingly, this article develops preliminary contours of a more useful concept of emotional 
subversion. In this way, the article allows practitioners to better understand the nature of the 
challenges they face and academics to study that challenge in a more meaningful manner.  
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Intelligence, Influence Operations and Cyber Attacks: A Contemporary Taxonomy of 
Information Warfare 

6. Security and Defense Policy Strategy 
Mariana Grilli Belinotte1 
Luiz Rogério Franco Goldoni1 
1 Post-Graduate Program in Military Sciences, Brazilian Army Command and General Staff School, 
Brazil 
 
 Information is a fundamental element in power disputes in all the spheres advocated by 
Morgenthau, like geography, availability of natural, industrial and economic recourses, internal 
stability and diplomacy. Information means not only technical, technological and/or operational 
data, such as troops numbers or equipments, but also analyzes concerning social, moral and cultural 
aspects, both for a States’ assessment of its own resources and those of its adversaries. This 
comprehensive range of actions is called “information warfare” (or “information operations”). The 
term agglutinates different methods, instruments, procedures and strategies under a single name. 
Thus, it begs the question: how to categorize the different actions and strategies developed under the 
umbrella term “information warfare”? The general objective of this research is to develop a 
contemporary taxonomy of the actions and strategies that compound the “information warfare” 
concept. Specific objectives are: a) analyzing the different actions occurred in the 21st century 
classified as part of the “information warfare”; b) classifying and ordering these actions according to 
the predominantly used means/instrument and their objective, and c) mapping the relationships 
between each category of action, visually representing them through charts. This is a qualitative and 
theoretical research conducted through a literature review in the areas of Military Sciences, War 
Studies, Political Science, and International Relations. Preliminary results indicate that “information 
warfare” encompasses a continuum of actions ranging from classic psychological operations 
manipulating society through information (e.g., creating blogs in the target territory) to "pure" cyber 
operations, i.e., based on cyber attacks on electronic systems, either seeking their destruction or 
inducing error through data falsification. The theoretical relevance of the research lies in 
understanding the phenomenon of informational warfare, illustrating its various facets. Its practical 
significance lies in enabling the definition of defense strategies and policies that encompass these 
issues broadly—avoiding, for example, an excessive focus on one type of operation at the expense of 
others. The research can be subsequently supplemented by case studies confirming or refuting the 
categories here outlined here.  
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Allies entrapped in the grey zone: War gaming offensive cyber in multilateral operations 

6. Security and Defense Policy Strategy 
Mikkel Storm Jensen1 
Brandon Valeriano1 
1 Royal Danish Defence College 
 
  
Abstract: 
 
The increasing role played by offensive cyber operations (OCO) in gray zone operations as part of 
the ongoing strategic competition raises the question of how OCO will be conducted by coalitions 
and alliances, e.g. NATO, particularly below the level of armed conflict. Presently International 
Relations (IR) literature on cyber conflict provides little insight into allies’ motivations and decision 
making in this regard. We have designed a war game to increase our understanding of this academic 
lacuna by constructing and testing hypothesis regarding both major and minor allies considerations 
with regards to OCO based on Snyder’s secondary alliance dilemma stating that allies will seek to 
minimize the risk of being abandoned by their security guarantors while simultaneously minimizing 
the risk from becoming entrapped by allies’ independent initiatives. The game is intended to 
illuminate the dilemma from both major and minor powers’ perspective as well as identifying 
potential regional differences in response patterns. 
 
An article detailing the theories and intends behind the war game, including the methodological 
considerations with this particular way to conduct research is underway. 
 
Key words: Offensive Cyberspace Operations, Alliance dynamics, Grey Zone Operations, Hybrid 
tactics  
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Russia's Mental Warfare and Europe’s Resilience Amidst the Shadow of Hybrid Threats 

6. Security and Defense Policy Strategy 
Janis Berzins1, 2 
1 National Defence Academy of Latvia 
2 BA School of Business and Finance 
 
 Cognitive warfare seamlessly integrates advanced technologies with human elements and systems, 
including Artificial Intelligence (AI), Machine Learning (ML), Information Communication 
Technologies (ICT), neuroscience, biotechnology, and processes of human enhancement. This 
integration presents significant security risks across economic, social, and cultural domains. 
Consequently, the scope of warfare has evolved from the traditional land, sea, and air domains to 
encompass six recognized domains by NATO: land, air, sea, space, cyber, and cognition. Given its 
inherently political nature, warfare aims at achieving political objectives, preferably without 
resorting to kinetic means. Russia has been employing what it calls mental warfare tactics, which 
align partially with NATO's cognitive warfare strategies, to pursue its political goals in Europe. In a 
general manner, the primary objective is to undermine Western democratic principles and 
institutions by exploiting the democratic processes themselves. Democracy faces peril when 
confronted with intense fear, particularly fears linked to survival, which can fuel robust collective 
social identities leading to intergroup bias and prejudice. Hence, by instilling fear, mental warfare 
may promote rigid, moralistic beliefs, authoritarian inclinations, and foster a growing distrust in 
Western democracy as a political system, thus paving the way for hybrid operations. Concurrently, 
such tactics may diminish the populace's readiness to defend their country or contribute to defense 
and security efforts. In other words, it is related to the resilience of societies against mental and 
hybrid warfare. While quantifying the specific direct impact of Russian mental warfare on European 
society proves challenging, it is feasible to assess the degree of social resilience to these tactics and 
identify potential causes, as well as how they have evolved over recent decades. This paper 
endeavors to achieve this through a combination of qualitative and quantitative methodologies, 
leveraging data from various sources including, but not limited to, the Eurobarometer, the World 
Values Survey, the European Values Survey, the European Social Survey, and other relevant data 
sources.  
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Disinformation dynamics: Social media's role in shaping modern information warfare 

7. Armed Forces and Society 
Dorota Domalewska1 
1 War Studies University 
 
 In contemporary international conflicts, information warfare has emerged as a key domain, 
particularly evident in conflicts like the Israel-Hamas conflict. This presentation analyzes the 
dynamics of information warfare, emphasizing the significant role of social media as a battleground, 
the strategic manoeuvres of involved parties, and the complexities surrounding the employment of 
information operations. It examines how actors like Israel and Hamas use social media platforms 
such as X, TikTok, and Facebook to shape narratives, influence public opinion, and respond to 
opposing views. Israel's effective use of information warfare strategies, including the deployment of 
hasbara tactics for public diplomacy, contrasts with Hamas's reliance on platforms like Telegram and 
the development of its own applications to control narratives and reach specific audiences. This 
study also highlights the challenges in attributing cyber threats and disinformation campaigns to 
specific actors, given the prevalent use of techniques that obscure identities and origins. Social 
media have transformed from a mere communication tool to a key element in warfare dynamics, 
emphasizing the need for nuanced understanding and strategic responses in the realms of 
cybersecurity, geopolitics, and international relations. This presentation aims to examine the 
evolving nature of modern conflicts and the critical role of information warfare in shaping both the 
course and perception of these conflicts on the global stage.  
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The influence of processes of information warfare to societies resilience (case of Lithuanian 
Riflemen’s Union) 

7. Armed Forces and Society 
Viktor Denisenko1 
1 General Jonas Zemaitis Military Academy of Lithuania 
 
 The presentation grounded on the results of the research conducted with members of the Lithuanian 
paramilitary organisation Lithuanian Riflemen’s Union (LRU). The LRU unites active and patriotic 
Lithuanian citizens, who are also naturally aware of threats to national security. It is also important 
that the Lithuanian Riflemen's Union is one of the integral elements ensuring Lithuania's national 
security. 
 
The research examined how the members of the above-mentioned organisation perceive the threats 
to the national security of the country in the information sphere. The problem analysed is related to 
the abilities to recognise and assess information threats. The research also investigates how the 
participants see and evaluate the role of the media (and most importantly the mass-media) in both 
enabling and preventing information threats. 
 
The material for the study was selected through focus group discussions with representatives of the 
territorial units of the Lithuanian Riflemen's Union in different regions of the country in November-
December 2023 (10 focus groups in total). 
 
Although the results of the research are not sufficient to make generalisations at the level of the 
Lithuanian society or even at the level of the LRU, they allowed to identify certain problematic 
aspects related to the perception of information threats, as well as to the (mis)perception of mass-
media functions. The main observations relate to the fact that the risk of information warfare by third 
countries is not only manifested through the direct impact of propaganda and disinformation, but 
also through a certain transformation of the perception of the political and public sphere and its 
functioning principles (i.e., democracy). While some respondents demonstrated an understanding of 
the role of the mass-media in a democratic society, others expressed a general distrust of the media 
and work of journalists as such. In this sphere, there is a reinforcement of certain stereotypes. 
 
Among the negative trends observed was also an overestimation of the role and influence of the 
media. There was also a general radicalisation of attitudes and fears that information warfare tools 
could activate hidden hostile groups in societies (some respondents used the term 'fifth column'). 
Some respondents would be willing to sacrifice democratic principles (e.g. freedom of speech) to 
defend themselves against information threats. Therefore, it can be concluded that the impact of 
information warfare on society may not only be direct (through the dissemination of narratives), but 
also indirect, triggering an overreaction to the potential threat itself.     
 
 



 

90 

 

WG8 (4) Defence Management and Economics 

2024-09-12 
09:15 - 11:00 

WG8 (4) Defence Management and Economics 
 



 

91 

Hedging Fuel Price Risk in the Canadian Department of National Defence: An Exploratory 
Study 

8. Defence Management and Economics 
Naceur Essaddam1 
1 Royal Military College of Canada  
 
 The objective of this paper is to investigate the application of private sector commodity hedging 
techniques within the Canadian Department of National Defence. While the existing literature 
predominantly delves into financial risk management in the private sector, this study fills a gap by 
exploring the potential for hedging in the public sector. The paper establishes a rationale for the 
relevance of hedging in the public sector, emphasizing its role in mitigating cash flow volatility, 
thereby enhancing budgeting and forecasting capabilities. By minimizing the size of fuel budget 
surplus or deficit at the end of the fiscal year, this approach enables a more optimal allocation of 
resources. Specifically, it reduces the likelihood of diverting funds from high-priority projects due to 
a deficit or allocating surplus funds to low-priority endeavors.  
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A visible and clear learning progression for professional military education 

9. Professional Military Education 
Lars Wikman1 
Emma Björnehed1 
1 Swedish Defence University 
 
 The development of each individual students’ competence in tactics is central to professional 
military education. In this presentation we introduce the concept of progression area, which is 
defined as a partial knowledge area with clear pathway to accumulative learning through each stage 
in a joint professional military education. In the process of defining progression in tactics in officer's 
education, six progression areas were inductively identified:  command, military theory, technical 
systems, military geography, functions and the adversary. In this presentation we focus on two 
progressions areas; command and the adversary, to illustrate the learning progression in tactics for 
the officer's program at the Swedish Defence University.   
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Shaping Our Future: Reflections and recommendations on professional military education at 
the Royal Military College of Canada 

9. Professional Military Education 
Isaac Nitschke1 
1 Canadian Armed Forces 
 
 With the recent publication of Justice Louise Arbour’s report that recommended such measures as 
inquiries into whether Canada needs the Royal Military College of Canada (RMC) as it currently 
exists, to a recommendation to eliminate the cadet chain of responsibility, there has been serious 
debate on how professional military education (PME) is to continue in Canada. PME is a 
cornerstone of force generation in Canada, this paper will set out to identify issues with the current 
model. Next, it will identify the requirements of junior leaders in the contemporary global 
environment, as set by global trends and Canada’s strategy Our North, Strong and Free. Finally, it 
will provide potential solutions to these issues by drawing on personal experience and best practices 
by other military academies and universities. This paper concludes that PME in Canada should 
restructure some elements of its program to deliver better training in ethics and international affairs 
and should promote activities involving collaboration and outreach with allies and partners. In 
addition to this Canadian PME should seek to expand the military training providing relevant 
experience for cadets. This fits into a larger body of literature that discusses PME in Canada, and fits 
into the larger discourse on the continued existence of the military colleges in Canada. Additionally, 
it fits into the discussion of the form and function of military education both in Canada and globally. 
In doing this assessment from an internal perspective we find ourselves in a better understanding of 
the structure and a better understanding of the requirements of military college graduates.  
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Irregular Dimension of the Russian Military Forces: Ensuing Implications in the Wartime and 
Post-War Settings 

1. War Studies, Operations & Tactics 
Arasli Jahangir1 
1 Senior Research Fellow, Institute for Development & Diplomacy at the ADA University 
(Azerbaijan) 
 
 The more than two-year-long open-ended war in Ukraine caused by Russia’s invasion in February 
2022 has changed the Russian military forces radically and irreversibly. One of many phenomenal 
outcomes of the war was the emergence, proliferation, and further evolution of the irregular 
volunteer component within the Russian forces operating in the Ukrainian war theatre. This 
component represents quite a heterogeneous pool of paramilitary actors, formally integrated into the 
regular order of battle and the chain of command but preserving its own internal dynamics and 
outside links. It encompasses many dozens of diverse outfits based on their ethnic or regional origin, 
political or ideological affiliation, cultural-historical tradition, or common interest. Several actors to 
mention in this regard are the proliferating “private-military companies” (which in Russian settings 
have a different notion than in the West), the Cossack and Chechen formations, the so-called BARS 
battalions, armed groups sponsored by different oligarchs and political movements, and the assault 
detachments composed of the freed prison inmates. 
 
The ascendance of the proliferating paramilitary volunteer component is among the factors 
contributing to the gradual primitivization and brutalization of the Russian way of war. Many of 
those outfits maintain loyalties other than to the state: to their ethnic groups, regions of origin, 
formal and informal political or ideological leaders, and/or financial sponsors. That condition 
precipitates the potential erosion of the state’s monopoly on violence when its sub-systems become 
more autonomous and start acting for their own benefits rather than in the interest of the state. 
Beyond that, the members of the paramilitary entities returning from the war already generate social 
effects, particularly contributing to the increase in criminal violence in Russia. Alternatively, the 
loyal veterans are considered a “cadre reserve” for promotions in the system at the local, regional, 
and even federal level. In a conceivable scenario of the deepening crisis caused by multiple effects 
of the long open-ended war on Russia, the non-systemic volunteer formations and their individual 
veterans could emerge as an active factor influencing the unfolding dynamic. 
 
Therefore, the presentation addresses the following aspects: 
 
       

 Typologies of the irregular volunteer formations participating in the Russian war in 
Ukraine. 

 Their structural parameters, motivations, modus operandi, and other characteristics. 
 Their relations with the regime and the regime’s measures of control over the volunteer 

formations. 
 Potential social and political implications of the paramilitary phenomenon in Russia’s post-

war settings or in the extended frozen conflict scenario. 
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Drone Warfare and Mimetic Theory: The Case of Russia and Ukraine 

1. War Studies, Operations & Tactics 
Arash Pashakhanlou1 
1 Swedish Defence University 
 
 Conventional wisdom suggests states pursue larger advanced unmanned aerial vehicles (UAVs) or 
drones due to their enhanced capacity, range, and security. In contrast, violent non-state actors 
(VNSAs) rely on smaller, cheaper, low-tech basic variants. Nevertheless, recent empirical studies 
have challenged these views by highlighting states' adoption of basic UAVs in armed conflicts 
through mimicking behavior. Consequently, appeals have been made for the development of new 
theoretical frameworks that can shed light on these observations. The current investigation is a 
response to these calls as it presents a novel drone mimetic theory to account for these phenomena 
and the broader mimetic processes based on the works of René Girard. It argues that actors' 
inclination to imitate is primarily driven by military objectives and relational pressures, and 
perceived advantages in these areas incentivize actors to mimic each other's drone capabilities and 
approaches. These mechanisms promote mimetic rivalries that either result in temporary successes 
or crises and scapegoating in a cyclical fashion. These mimetic processes can account for the 
blurring lines between states and VNSAs regarding basic drone usage. An analysis of what has been 
dubbed the world's first drone war between Russia and Ukraine illustrates these dynamics at work. 
The current inquiry presents the first systematic, theoretically informed study of this armed UAV 
conflict.  
 
 
 



 

99 

The Africa Corps/Wagner Group: A Vehicle for Authoritarian Conflict Management 

1. War Studies, Operations & Tactics 
Christopher Spearin1 
1 Canadian Forces College 
 
 The Africa Corps/Wagner Group: A Vehicle for Authoritarian Conflict Management 
 
The remnants of Wagner Group, despite the 23 June 2023 mutiny in Russia and the subsequent death 
two months later of its public face, Yevgeny Prigozhin, remain impactful on the African 
continent.  The EU High Representative for Foreign Affairs and Security Policy, Josep Borrell, 
contends that “[t]hey will remain operational in Africa because it is the armed wing of 
Russia.”[1]  Joana de Deus Pereira of Royal United Services Institute stresses that “[w]e have to 
look at Wagner not only as a single man but as an ecosystem, as a hydra with many… heads and 
many diverse interests in Africa.”[2]  
 
Given this sense of momentum, the paper frames Russia’s Africa Corps, formerly Wagner Group, as 
a purposeful tool of illiberal peacebuilding in Africa.  Beyond descriptions of the Africa 
Corps/Wagner Group as the Kremlin’s ad hoc response to domestic instability in African countries, 
France’s post-colonial retrenchment, and Russia’s political and economic needs in the context of the 
war in Ukraine, this armed actor is a vehicle for authoritarian conflict management.  The paper 
analyzes how the Africa Corps/Wagner Group works across the three levels of discourse, space, and 
economy to control African conflicts and manage their outcomes.  This is done in a manner that both 
underscores the domestic establishment of authoritarianism and its international spread and works in 
contradistinction to liberal peacebuilding (with its focus on democratic consolidation, the 
advancement of capitalist economics, and human rights promotion and protection).  The paper also 
recognizes the limitations of such an approach given its ability to generate resistance and the limited 
extension of governmental presence to largely only resource producing areas.  The paper warns that 
while such assessments might open room for the reassertion of Western-led liberal peacebuilding, 
Western policymakers would be wise to consider both the limitations of past efforts and the related 
rationales informing why engagement with the Africa Corps/Wagner Group was appealing to certain 
African states in the first instance. 
 
[1] Andrew Gray and David Latona, “EU to prepare ground for sanctions on Niger coup leaders – 
Borrell,” Reuters, 30 August 2023, https://www.reuters.com/world/eu-prepare-ground-sanctions-
niger-coup-leaders-borrell-2023-08-30/. 
 
[2] Matt Murphy, “What now for Wagner after Prigozhin’s death?” British Broadcasting 
Corporation, 25 August 2023, https://www.bbc.com/news/world-europe-66604261.  
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Asmus strategic vision makes a comeback: Finnish-Swedish role in defending the Baltics 

2. Military History 
Andris Banka1 
1 University of Greifswald 
 
 When during the '90s, the three Baltic countries embarked upon their NATO membership journey, 
Western critics regularly aired objections that these states were not militarily defensible. To 
neutralize such concerns, NATO enlargement architects on the US side, Ronald Asmus and Strobe 
Talbott, had proposed to look in the direction of the Nordic countries. The plan, sketched out in 
1997, was to woo the Finns and Swedes to join NATO ranks, a move that would effectively alleviate 
the Baltic problem of strategic depth. At the time, Nordic leaders balked at the idea. With Helsinki 
and Stockholm now officially under the NATO umbrella, it is well worth revisiting the arguments 
and discussions surrounding the proposal of putting Nordic countries in charge of Baltic security. 
Drawing primarily upon declassified US State Department materials, this article sheds light on the 
topic of Nordic-Baltic security linkage and how it was perceived by Finnish and Swedish diplomats 
at the time. Subsequently, the paper assesses how the double Nordic alliance membership today may 
benefit the strategic outlook of the three Baltic states.  
 
 
 



 

102 

The neutral Past – How military history used in staff rides can facilitate learning and help 
officers prepare for future operations  

2. Military History 
Anna Sofie Schøning1 
1 Royal Danish Defence College 
 
  “If you want a new idea – read an old book” goes the saying often ascribed to Ivan Pavlov. 
However, How the past facilitates the new is often left implied and not always clear? The same can 
be said in regards to how it is possible to learn from historical staff rides. What does the study of a 
historical case bring about, that could not have been achieved by studying a fictional or abstract 
case? Can lessons be learned from past battles in a different way when in the terrain or could the 
same learning objectives be achieved in the classroom? Can discussing past battles in the terrain 
where these battles took place support decision-making and help prepare commanders and staff 
officers for future operations? These are some of the questions, which I will try to answer in the 
current article, where I investigate how historical staff rides can facilitate learning and potentially 
help officers prepare for future operations. 
 
I aim to answer the above questions by investigating the existing literature on analytical staff rides 
used within defence forces for either educational or planning purposes. Furthermore, I draw on 
interviews and field notes collected doing my participation in a staff ride on the allied Italian 
campaign conducted by the Royal Danish Defence Collage for Multinational Division North. The 
above questions come with theoretical implications regarding the relation between past, present and 
future. To investigate some of the epistemological underpinnings of how military history facilitates 
learning I draw on theory of history.     
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Terrorism in Armed Conflicts: A Breach of Norms or an Element of Strategic Culture as per 
Example of the Russian Federation and Soviet Union 

5. Military Law and Ethics 
Maria Juczewska1 
1 Maria Juczewska, War Studies University, Security Sciences: doctoral programme, (Warsaw) 
Poland 
 
 Ongoing military conflicts require the re-evaluation of existing doctrine and ways of warfare. 
Preliminary observations from the war in Ukraine beget questions regarding the type of war we may 
face in the near future. Armed forces of the Russian Federation in Ukraine display a clear tendency 
to attack predominantly civilian targets and civilians in violation of the public international law. The 
harassment and destruction of civilian population seem to bear the hallmarks of terrorism. 
Since 2014, a wide range of measures inconsistent with the law of nations has been used by the 
Russian Federation in Ukraine even though the concept of war crimes was defined in that law over 
75 years ago, with the Soviet Union being one of the parties establishing the definitions. At present, 
neither the Russian authorities nor armed forces take those rules into account when shaping their 
military tactics and strategy. Therefore, the NATO member states need to fine-tune their warfighting 
concepts to the situation of conflict in which the regulations of the public international law appear to 
be purposefully disregarded. 
The aim of this presentation is to analyse whether Russia’s use of terrorism in armed conflicts is a 
breach of norms or a well-established element of its strategic culture. The notions of terror and 
terrorism are examined in the context of the ongoing conflict in Ukraine. The definitions of strategic 
culture and counterintelligence state are introduced to build the framework of reference for the 
analysis. Comparison between the conflict in Ukraine and the ethnic conflicts in the Russian 
Federation and Soviet Union in the past is made to show the continuity of means and methods used 
by the Russian state against its internal and external enemies. Review of literature and the internet 
sources reporting on the conflict was conducted to analyse and synthesise information leading to the 
conclusions concerning the Russia’s use of terrorism. 
The most important point is that terrorism is an essential element of the strategic culture of Russian 
Federation. It is a tool employed to implement the short- and long-term domestic and foreign policy 
goals. Its use by the Russian military forces should be expected to continue, as terrorism is 
intimately linked to the nature of the Russian state as a counterintelligence state. The conclusion of 
this presentation shall discuss broader security implications of this state of affairs for the NATO 
member states and international organisations.  
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Geopolitical Futures and Force Structure Planning 
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 Our presentation touches on two aspects of the conference theme.  The first is consideration of 
preliminary observations from the recent conflicts at a geopolitical level.  Here it is noted that 
uncertainty has been considered a predominant characteristic of the future security environment 
since the 1990s.  This makes it impossible to predict in detail what it will yield.  Rather, 
understanding the underlying factors behind the rising international geopolitical tensions and 
fragmentation and preparing for their potential implications are crucial for navigating the evolving 
global landscape.  In 2017, the Canadian Army completed three volumes of a Future Army 
Process.  Using methods of environmental scanning, the publications hypothesized four alternative 
futures: High-Octane “Green” World (HOGW), Global Quagmire (GQ), Materialism Gone Mad 
(MGM), and Recyclable Society (RS).  The trend of a fragmenting geopolitical situation from 2017 
to 2024 matches some trends indicative of the GQ scenario, which provides the context for a 
discussion of likely operational and tactical developments. 
 
At these more specific levels, military history and past observations on force structures may be 
helpful in structuring forces able to adapt to the evolving geopolitical situation.  It is reasonably 
likely that capabilities to conduct both high intensity conflict, such as we currently see in 
southeastern Ukraine, and to intervene in medium and low intensity scenarios, such as the urban 
conflict in the Gaza strip, may be needed.  This requirement for multiple specializations reflects 
aspects some of the theoretical proposals on military force structure of the last three decades, such as 
U.S. Marine Corps General (retired) Charles Krulak 1990s Three Block War theory.  In addition, 
while the first year of the war in Ukraine illustrated the continued relevance of various complex and 
expensive (sometimes called “exquisite”) weapons systems, that conflict has also illustrated that 
older versions of such systems are highly vulnerable to inexpensive mass-produced systems such as 
drones.  Such inexpensive threats are likely to be ubiquitous in both low intensity and high intensity 
conflict scenarios.  Weaknesses of “exquisite” weapons systems against such threats have also been 
warned about for decades, such as in Mary Kaldor’s “baroque arsenal” argument of the early 
1980s.  Technological developments, such as active protection systems, modern versions of Self-
Propelled Anti-Aircraft Guns (SPAAGs), and electronic warfare systems are likely to cause 
“exquisite” and inexpensive mass-produced systems to co-exist on battlefields, but may require 
extensive changes in doctrine, force structure, and defence industrial bases.  
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hybrid threats in democratic societies 
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 The need to develop resilience and psychological defence in the face of different forms of hybrid 
threats and malign foreign influence and interference is greater than ever. In this light, it has become 
increasingly obvious that a country’s resilience and psychological defence capabilities must cover a 
broad spectrum of conflicts, including severe crises and war. This paper takes these complex and 
multifaceted types of threats as a point of departure in its attempt to outline an analytical framework 
for countering hybrid threats and foreign influence and interference. The ambition is then to 
operationalise this framework into a practical guide that can be used for identifying and analysing 
hybrid threats and foreign influence against democracies and their national interests.  
 
To be able to build resilience and psychological defence, a shared analytical framework is needed, 
which provides a broader and more inclusive nation-state perspective than existing frameworks. The 
framework outlined in this paper is intended to be a starting point for analysis, usable for 
government and non-government actors alike. It aims to serve as a platform for addressing different 
dimensions of hybrid threats and malign foreign influence and interference. It also provides tools for 
comparing and analysing the dimensions within and across cases. The formation of responses to 
foreign interference should be seen as a process consisting of three distinct phases: 1) assessing 
situational awareness; 2) addressing defence and countermeasures; and 3) evaluating the state’s 
system for countering foreign interference.  
 
This framework serves as the basis for the development of a practical analytical guidebook that is 
built to be modular, where one can pick and choose depending on own needs and questions asked. It 
is also developed to be suitable for both more structured analysis as well as less structured 
qualitative analysis. The guidebook is simplified into an analytical template that can be used as a 
readily available checklist for users.  
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Towards greater diversity in the military. How can we prepare officer/naval cadets to become 
agents of cultural change in the armed forces?  

7. Armed Forces and Society 
Danic Parenteau1 
1 Collège militaire royal de Saint-Jean 
 
 There is a growing desire in recent years to welcome greater ethnocultural diversity into the armed 
forces. Long essentially made up of white males, western armed forces are now attempting to 
become more “representative” (Greco & Von Hlatky, 2020), i.e. to better reflect the sociocultural 
diversity characteristic of the contemporary societies from which they emanate. Efforts to integrate 
women go back several decades. Efforts to increase the recruitment of candidates from racial and 
gender minorities, as well as from other historically under-represented groups, are more recent. 
These initiatives in favor of “diversity” represent a certain symbolic break with one of the pillars of 
Western military culture to date, namely that of “uniformity”. Armed forces have always to this date 
favored homogeneity over plurality, uniformity, to the detriment of diversity. Uniformity has always 
been considered an essential feature of military culture, notably to reinforce esprit de corps among 
its members.  
 
This proposed paper has two aims. Firstly, we propose to reflect on the reasons for greater diversity 
within the armed forces. A better understanding of these reasons is essential if we are to better 
appreciate the initiatives aimed at this objective, particularly from the military’s point of view. 
Among these reasons are democratic representativeness, expanding recruitment pools in an 
increasingly ethnologically diverse society, and improving military effectiveness, particularly in the 
context of asymmetric warfare. Secondly, we propose to consider how to integrate these questions 
into the training and education provided to officer/naval cadets at military academies. For it is they, 
as future officers, who will be partly responsible for changing the organizational culture of the armed 
forces to make it more welcoming of diversity - an ambitious undertaking that will undoubtedly take 
several years, if not decades, to accomplish. In other words, how can we best prepare officer/naval 
cadets to become “cultural change agents” within the armed forces?   
 
 
 



 

110 
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 The relationship between civil society and the military is influenced by national, international, as 
well as political and social factors (Williams, A. W.) Threat perceptions and the international 
situation shape the military and society itself. Moskos's well-known method to analyze civil-military 
relations in a dynamic environment proposes that the following important variables should be 
analyzed: perceived threat, force structure, definition of the core mission, the dominant military 
professional, the public's attitude towards the military, relations with the media, the civilian 
workforce, women's roles, spouses and the military, homosexuals in the military, and the 
controversy of conscientious objection (Moskos, 2000). An analysis of the role of women in the 
military in the 20th century shows that there has been a huge shift from a separate corps of women, 
or no women at all, to partial integration and full integration in our days. However, this is true for 
the armed forces of the USA, Canada, the Netherlands, but not for all NATO countries, where the 
integration is still partial or minimal. The role of women has certainly expanded recently, but not to 
the extent that full integration is desired. Women are still limited to play a combat role in the armed 
forces, a demand that is shared by parts of civil societies. Moreover, women in the military face the 
challenge of integrating into a 'gendered' organization (Carreiras, 2006), such as an army where there 
is a clear gender regime, an organizational structure clearly based on the distribution of genders in 
terms of both opportunities and power (hierarchy) and occupational structure (gendered division of 
labor), and of obtaining a higher representation in terms of higher ranks and positions. The 
conference presentation focused on the changing role of women in general and in the Lithuanian 
Armed Forces in particular since state restoration in 1990. The presentation is based on the 
qualitative analysis of secondary data obtained from open military sources and social media. The 
data analysis presents the dynamics of the changing role of women, as well as how the current 
international security situation due to Russia's war against Ukraine, as well as media activism, has 
changed the perception of security of the Lithuanian public and the military, and how attitudes 
towards women in the military in general and the role of women in the consolidation and 
development of the military forces have changed. Key words: women in the military, civil-military 
relations, 'gendered' organization;  
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 Climate-Military Nexus: Perspectives for Global Peace, Security and Sustainability 
 
Climate change has impacted the state and society in a manner that scholars of security studies 
categorise it as an important non-traditional security threat. Armed forces are primarily trained to 
counter traditional threats, however, they are being adversely affected by climate change. Climate 
change affects the armed forces at three levels: Respondents, Military operations, and Military 
Emissions. First, the deployment of armed forces as respondents is increasing due to rescue, relief, 
and rehabilitation operations during climate-induced disasters. With the increase in the intensity and 
frequency of climate-related disasters, it is expected that disaster relief operations will become more 
frequent. The scholars even anticipate that UN peacekeeping forces will also be deployed during 
climate-induced operations in near future. Second, conventional military operations are also 
adversely affected due to climate change. In some instances, forward operating bases inundate due to 
floods, soldiers and tanks operate in soaring temperatures and naval ships leave harbours for deep 
seas to avoid tsunamis. Third, militaries account for about 5.5% of global carbon emissions. Many 
nations do not reckon the military emissions, nevertheless studies are being conducted for reducing 
the military carbon print and having green armed forces. 
 
Floods, wildfires, rising sea levels, droughts, famine, storms, deforestation, and changing rain 
patterns impact weapon systems, operations, and military personals. Being a transnational issue, 
these impacts call for innovation in military methods across the globe so that man and machine can 
be better equipped for optimal performance in a changing climate. It is also argued that adopting 
KAP (Knowledge, Attitude and Practice) method, climate literacy amongst the military personnel 
can play large dividends in conflict zones. Qualitatively analysing the role of armed forces in 
climate-related challenges, the paper highlights avenues for sustainable military cooperation to 
navigate global peace and sustainability.  
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Ukrainian Tactical Adaptation and Lesson Learning from the Russia-Ukraine War 

1. War Studies, Operations & Tactics 
Linnéa Gelot 
 
 This article engages with tactical behaviour and tactical adaptation to capture how military change 
processes at tactical and operational levels during combat can generate doctrine. By studying 
selected traits of tactical behaviour of Ukrainian military units in the Russia-Ukraine War, I attempt 
to appraise of the character of lessons learning processes. I am interested in the traits of rushed or 
urged military adaptation and the command margin of manoeuver. Drawing from scholarship on 
contemporary warfare it is clear that most studies focus on the perennial significance of 
commanders’ judgment and leadership skills. Crucial to command roles is application of doctrine, 
regulations and procedures. In contrast, I will explore how experiential and situational factors 
combined, exhorted the Ukrainian armed forces (AFU) to adapt under strain. The battle field 
dynamics have been influenced by a multitude of weapon systems, high ranking allied nations war 
fighting and doctrinal advise fed into various layers of the AFU, uncoordinated and ad hoc offers of 
military support requiring an absorption capacity, etc. What happens to our understanding of 
command and control when we zoom in on context factors guiding the commanders’ sense-making 
of the situation? The core interest of this study can be thought of as enhanced command agency, the 
discretion of a military leader to create manoeuvring space for instantaneous adaptation in complex 
situations.[1] How can we conceptually grasp what aspects of tactical behaviour scale up the chain 
of command and may constitute a change process of significance for higher command and control? 
Does it make sense to picture the policy process doctrine-command-tactical behaviour-learning-
doctrine development as loop-shaped rather than linear? 
 
The study seeks to flesh out the exercise of enhanced command agency, or ‘sense-making’ powers as 
I will propose below. In this reading, battle ground realities are interlocked with command agency. 
Despite several influential works emphasizing that combat contextual factors play a role in shaping 
regulations and command procedures (Van Creveld 1987; Sloan 2012; King 2019), there is still a 
dearth of empirical attempts at illuminating and describing how this actually works. I will make the 
case that tactical actions are properly viewed as reflective of how wars are learning environments 
where command power in essence is about the ability to adapt to battle contingency and uncertainty.  
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Taiwan's role in changing the paradigm of public international law. What if… 

5. Military Law and Ethics 
Malwina Kolodziejczak 
 
 According to Jellinek definition, the state must simultaneously consist of three elements: power, 
territory, population. Therefore, one of the most important criteria should be the stability 
and effectiveness of power over the territory and population and the capacity to enter into relations 
with other states.[1] Increasingly, the ability to provide security and defense of the territory is added. 
Therefore, it is not international law that creates states, but states create international law.[2] 
Nowadays, the state can be formed by secession, the dissolution of another state, the separation of 
territory from another state, or by merger / reunification of territories or, in fact, not currently 
practiced by the creation of a state in the territory of res nullius. A geopolitical unit, at the moment 
of acquiring legal capacity and capacity for legal action, becomes an entity according to public 
international law and can be recognized. 
 
Lech Antonowicz said that: recognition of states is one of the most complex and controversial 
institutions of international law. International practice in this area is uneven and scientific opinions 
are completely divergent.[3] He believes that the recognition of newly created states is compulsory, 
provided that the criteria resulting from the definition of the state are met. That is why the topic of 
recognition of the R.O.C is extremely important both from the perspective of international public 
law and security. 
 
Therefore, the main problem of the paper is contained in the question: What impact (if any) does 
Taiwan, as an unrecognized state, have on international law and security? 
 
Therefore, the hypothesis comes down to the assumption that in international public law there are 
provisions whose interpretation allows for recognition, but there are no direct and explicit 
regulations. However, due to customary practice, the multitude of interpretations can bring different 
solutions. Thus, the lack of such clarity of law in this regard is unfavorable for both unrecognized 
states and the international environment. 
 
The author will try to briefly present the most important legal regulations, problems with the 
recognition of Taiwan and the most important aspects contributing to Taiwan's security, as well as 
current security threats  
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Between Dogmatism and Skepticism: Taking Stock of Professional Military Education in 
Scandinavia 

9. Professional Military Education 
Jan Angstrom 
 
 How should one balance the need for teaching obedience with the need of teaching critical thought 
within professional military education in order to foster a modern officers corps? In this paper, I 
demonstrate that there is empirical variation of how to navigate between dogmatism and skepticism. 
In particular, despite opting for the same, broad soldier-scholar ethos and despite great similarities of 
educational traditions, strong states, liberal values, and a shared strategic history of being small 
states in between three major powers to the south (Germany), the West (Britain and the US) and the 
East (Russia), the three Scandinavian countries – Denmark, Norway and Sweden – have chosen 
three different solutions to their officers’ education. By investigating the contents of the officer 
education in Scandinavia (syllabus and course curriculums), I re-create what can be termed three 
manifestations of officer ideals. In Denmark, the ideal officer is an “armed servant”, in Norway the 
“architect of violence”, and in Sweden the “manager of violence”. This is not necessarily a 
difference in kind, but rather in degree. All of the educational systems aim for the overall soldier-
scholar ethos – as opposed to what we can call an old warrior-ethos.   
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Reevaluating Urban Warfare: Lessons and Strategies from the Ukraine Conflict 
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 The recent full-scale invasion of Ukraine in 2022 has underscored the prophetic nature of the 
assertion that future battles will predominantly occur in urban settings. While historically prevalent, 
urban warfare faces evolving dynamics due to rapid urbanisation and technological breakthroughs. 
This paper aims to critically analyse urban operations on contemporary and future battlefields, 
drawing lessons from the Ukraine conflict. 
 
Our approach begins with an examination of 11 pre-war Ukraine war takeaways, assessing their 
relevance and need for adaptation in today's conflict scenarios. These include the complexities 
introduced by urbanisation, the role of multi-domain operations, the impact of the information 
environment, and the integration of new technologies in warfare. The paper seeks to evaluate the 
persistent and emerging challenges in urban warfare, discussing strategic adjustments and proposing 
best practices derived from recent experiences. 
 
This study not only revisits pre-established military doctrines but also anticipates future urban 
conflict characteristics. By aligning the lessons from Ukraine with broader military strategic 
thinking, the research will offer a refined framework for understanding and conducting urban 
operations amidst the modern geopolitical and technological landscape.  
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 Resilience is a term that has many meanings in various fields, both humanitarian and purely 
technical. This sometimes leads to a misunderstanding of the approaches used to assess resilience 
itself and its impact on the outcome of the operation (action). Moreover, the meaning of the term 
resilience in the military sphere also varies. Therefore, this study offers an attempt to generalize the 
meaning of the term resilience in the military sphere. 
 
An important question regarding defense resilience is the definition of its components. Defense 
resilience is proposed to be determined directly based on the components of combat power, in 
particular conceptual, physical, and moral. Ensuring the resilience of each of these components will 
ensure the overall resilience of the defense. The components of resilience, based on the adopted 
concept, can include conformity and adaptability of doctrines, readiness and technology of troops, 
and moral and psychological readiness of personnel. 
 
Here, doctrinal conformity means the ability to take into account modern challenges on the 
battlefield by existing doctrinal documents. The adaptability of doctrines means the ability to adjust 
doctrinal documents to new challenges in the shortest possible time. The readiness of the troops 
means the ability to conduct combat operations, taking into account the number of personnel, their 
training, and the availability of weapons, equipment, and ammunition. Technology is understood as 
a characteristic of the level of technologies used to ensure resilience of defense. Moral and 
psychological readiness of the personnel is the ability of the personnel to perform combat tasks 
taking into account the moral orientations of the conflict, psychological resilience, and 
communication both within the armed forces and externally. 
 
This is a generalized division of defense resilience components that needs further detailing. It should 
also be noted that a more detailed consideration of these components and their clustering will allow 
us to more accurately determine the factors that affect resilience. 
 
The next problem proposed for consideration is the formalization of resilience through certain 
evaluation indicators (criteria). The essence of the problem is that resilience is very difficult to 
formalize because these indicators are usually interdependent. This makes it necessary to take into 
account certain correlation effects. However, it is difficult to determine the exact values of 
correlation moments, especially without practical verification. Therefore, the study proposes to 
identify resilience assessment indicators and possible correlation effects between them.  
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 I am writing a dissertation. My submission to the conference is the introductory chapter. In the 
dissertation I will answer the following question: How come some Ukrainian warfighters fight 
cohesively despite lacking social bonding and professional solidarity? 
 
I approach the question by going directly to those who know best - the Ukrainian warfighters 
themselves. Over a period of 90 days, the majority of which were along the Ukrainian frontline, I 
listened to and interacted with soldiers. This methodological shift of listening to, focalising soldiers 
and their experiences of war sets this dissertation apart from extant research on military group 
cohesion. Focusing the individual warfighter is important, as they are the ones experiencing, 
embodying, and doing warfighting (Bousquet et al., 2020; Molendijk & Kalkman, 2023; Narozhna, 
2021; Nordstrom, 1997). My main contribution lies in focalizing soldiers in the cohesion debate. By 
doing so I show how cohesion is instantiated in combat by how individual soldiers narrate 
themselves, their leaders, and the activity they participate in. Combat cohesion is key to understand 
warfighting, because cohesion differentiates a gaggle of armed people to an organized fighting force.  
 
 



 

124 

 

WG 2 (1) Military History 

2024-09-11 
10:15 - 12:00 

WG 2 (1) Military History 
 



 

125 

Romania after the territorial unification: planning for the next war, between expectations and 
realities (1920-1940) 
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 The First World War brought the dissolution of the continental empires of Europe, thus allowing the 
unification between the Romanian “Old Kingdom” and the historical territories inhabited by 
Romanians (Transylvania, Bukovina and Bessarabia), previously under Austro-Hungarian and 
Russian rule, creating, for the first time in history, a state including all Romanians. The “Greater 
Romania”, with a territory and population twice as big, presented a series of challenges for national 
defence planners: (1) a greater length of borders, surrounded by different political incarnations of 
previous neighbouring states (the USSR instead of the Russian Empire, the Kingdom of Serbs, 
Croats and Slovens instead of Serbia, Hungary, now independent of the Austro-Hungarian Empire) 
or entirely new ones (such as Poland and Czechoslovakia), the only neighbouring state to remain the 
same being Bulgaria; (2) a second half of the population with varied cultural backgrounds and 
military experiences in the former imperial armies, of which an important part were ethnic minorities 
(comprising almost a third of the state’s population); (3) the development of new weapons and much 
costlier military technologies that will prove fundamental in deciding the superiority of an army etc. 
 
In my presentation I plan to tackle some of the issues that defined the military planning of the 
Romanian government in the interwar period, with a special attention given to the efforts to adapt 
the national armed forces to the requirements of a different type of war. Given that, in 1940, the 
political leaders of Romania failed to even attempt defending the national unity through military 
means against revisionist aggressors (the USSR, Hungary and Bulgaria), we are bound to ask what 
was, at that time, the real capacity of Romania to wage war - and that were the long-term reasons for 
its limitation? Some the explanations that we shall discuss include the following: 
 
1) Was the French-inspired Romanian military doctrine suited for the strategical needs of the 
Romanian Army? 
 
2) How well prepared were the Romanian troops and officer corps for a new war? Was national 
military thinking backwards in comparison to more modern doctrines, strategies and tactics? What 
was the structure of the Romanian officer corps in the interwar period? 
 
3) What was the level of priority given by Romanian governments to the development of the military 
forces? Was the military spending of interwar years below the real needs of the army?  
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NEGOTIATION AS A KEY ENABLER IN MULTI-DOMAIN OPERATIONS  

4. Military Leadership, Command and Control and Basic Competences 
Pedro Agua1 
Vitor Conceição1 
1 CINAV, Escola Naval, Instituto Universitário Militar (PORTUGAL) 
 
 After a period of decades without major threats, the world senses a rise in the risk of major conflicts 
potentially affecting the western hemisphere. It is accepted that history repeats itself, but never 
exactly in the same way, and current world conflicts are quite different from past ones, within a 
paradigm of unforeseen complexity, which demands new responses and defence concepts. Multi-
Domain Operations (MDO) is the latest North Atlantic Treaty Organization concept to tackle the 
complexity inherent to the present day defence paradigm and future threats potentially impacting the 
hundred of millions of people the Alliance tries to protect, together with the democratic and 
humanistic values that characterizes the western society. Underneath and sustaining MDO, however, 
will be a fabric made of systems, and most likely arranged within a Systems-of-Systems architecture 
providing emergent capabilities which no isolated system possesses. Conversely to designed systems 
in varying levels of integration and complication, Systems-of-Systems are not usually designed, but 
instead they are architected or made of existing systems which keep their own managerial 
independence and the governance of the constituent systems, aka operational independence of 
constituent systems, evolving independently of any centralized design. A System-of-Systems may 
have multiple levels of stakeholders with possibly competing interests; possibly contradictory, 
objectives and purpose; sometimes having different, operational priorities with no clear escalation 
routes; having multiple lifecycles with elements being implemented asynchronously; and multiple 
owners making independent resourcing decisions. This idea suggests that trust and agreements 
mechanisms shall be the essence behind a lasting or just periodic participation of a potential dynamic 
set of systems arranged as Systems-of-Systems. However, for such trust and agreement mechanisms 
to be effective some dynamic process shall be at play – a negotiation process. This paper argues that 
negotiation as an organizational capability is a critical skill and a key enabler in achieving MDO, as 
the human component of such participating organizations, aka sub-systems, is simultaneously the 
strongest and weakest link MDO will rely on. The methodological approach followed in this paper is 
based on systems thinking approaches to problem solving, and the objective of this paper is to 
provide insight into enabling factors, without whom Multi-Domain Operations may fall short of 
expectations, in a world that is perceived as dangerously advancing toward a new age of major 
conflicts.  
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Multinational Mission Command: Prospects and Challanges in a NATO context 

4. Military Leadership, Command and Control and Basic Competences 
Søren Sjøgren1 
Niklas Nilsson2 
1 Royal Danish Defence College 
2 Swedish Defence University 
 
 In December 2022, NATO elevated mission commands into the overarching command philosophy 
within the alliance. It did so in the newest version of its keystone doctrine, AJP-01 Allied Joint 
Doctrine. However, while defining concepts in written doctrine is essential for interoperability, it 
will not necessarily change how military forces operate. Instead, this new approach raises questions 
on how NATO members will embrace mission command as a comprehensive practice. The problems 
of implementing and practising mission command have been studied extensively in national 
contexts, and many implementation challenges are thus well-known. However, the how of mission 
command in multinational contexts is underexplored. Based on 33 interviews with former and 
contemporary NATO commanders in the land domain, we ask: what are the prospects for and 
challenges of mission command in a NATO context? 
 
This article takes AJP-01 and its description of mission command as its point of departure; based on 
our interview material, we will analyse the challenges of mission command in a multinational 
context.  
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Dynamics of Intra-Insurgent Conflict in Afghanistan: Analyzing the Afghan Taliban and 
Islamic State Khorasan (IS-K) Post-August 2021 

7. Armed Forces and Society 
Waris Miratif1 
1 Institute of Political Studies at Charles University in Prague 
 
 The takeover of Afghanistan by the Taliban in August 2021 marked a significant shift in the region's 
geopolitical landscape, leading to new forms of intra-insurgent conflict, particularly with the 
emergence of the Islamic State Khorasan (IS-K). This proposed study aims to explore the strategic 
interactions and conflicts between the Taliban and IS-K, examining the underlying causes and 
potential implications of their power struggles for regional stability and security dynamics. 
 
Employing conflict theory as the primary analytical framework, this research will investigate how 
economic resources, ideological differences, and external support play pivotal roles in shaping the 
dynamics between these insurgent groups. By focusing on these factors, the study seeks to uncover 
the deeper socio-political mechanisms that fuel and sustain intra-group conflicts in war-torn 
societies. 
 
Methodologically, the research will utilize a qualitative approach, involving the detailed content 
analysis of insurgent communications, propaganda materials, and secondary data sources such as 
intelligence reports and scholarly articles. This comprehensive analysis will help map the conflict 
landscape, highlighting the tactical and strategic moves of each group, and identifying the key 
drivers of violence and instability. 
 
The anticipated findings of this study are expected to contribute significantly to the field of military 
science by providing a nuanced understanding of intra-insurgent dynamics. Such insights are crucial 
for policymakers, military strategists, and international stakeholders who are engaged in conflict 
resolution, peacebuilding, and regional security arrangements. 
 
Furthermore, by elucidating the complex interplay of factors driving inter-group violence, the 
research will offer valuable perspectives on the challenges of managing insurgent relationships and 
the potential pathways to mitigating conflict in post-conflict scenarios. It will also shed light on the 
broader implications of such conflicts for international peace and security, emphasizing the need for 
a strategic approach to understanding and intervening in intra-insurgent conflicts.  
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Purposeful Military Capability Development Decisions: When is Who Responsible for 
Understanding What? 

8. Defence Management and Economics 
Patrik Stensson1 
Kent Andersson1, Henrik Reimer2, Tommy Enkvist3, Mathias Hansson3 
1 Swedish Defence University, Department of Systems Science for Defence and Security 
2 Swedish Armed Forces, Headquarters 
3 Swedish Air Force, Air Warfare Centre, Air Warfare Capability and Development Division 
 
 Military capability development is a delicate matter, demanding difficult judgments between 
competing aspects from incomparable dimensions. Military technological utility must for example 
be weighed against ethical usage issues, global production capabilities against national security 
policies, and selection of capabilities against infrastructural demands and organizational footprints 
and training requirements, just to mention a few. 
 
The understanding required for making insightful military capability development decisions is 
immense. It derives from virtually all academic areas, yet required also having the military 
perspective added which tend not to be the case in civilian research establishments. On top of this, 
national autonomy begins with the ability to independently make decisions and, thus, rests on 
continuous governing of sufficient national understanding. To the least, enough understanding must 
exist to allow for scrutiny of knowledge gained from or with others. 
 
The diversity and independence requirements place an enormous burden on military oriented 
knowledge development and governance, which, for a relatively small nation implies further 
challenges. Although, on the one hand, being small might imply fewer entities to coordinate 
responsibilities between, which should benefit a holistic understanding. On the other hand, because 
the diversity appears size agnostic, the burden of governing necessary understanding becomes shared 
between fewer people. Being small seems both a curse and a blessing. 
 
Clearly, the ideal but utopian answer to “when is who responsible for understanding what?” is that 
“everyone always has a responsibility to understand everything!” However, such a homogeneously 
distributed state of fully enlightened national bliss is obviously unattainable, even for a relatively 
small nation. The challenging question then becomes: Which of these “everyone, always and 
everything” requirements are possible to relax, and if so, how, and with what consequences? While 
“always and everything” still is utopian, the present stance is that striving towards always 
understanding everything (relevant for military capability development) is an axiom. This means that 
the only acceptable relaxation is to distribute the responsibility for always understanding different 
aspects of everything between everyone. 
 
This reflection aims to convey a number of insights and conceptual models supposedly helpful in 
identifying where the responsibility to understand what lies. These insights are based on personal 
experiences from coordination of science and technology (S&T) as well as research and 
development (R&D) for military capability development purposes at the strategic level within the 
Swedish Armed Forces. Arguably, these are experiences exploiting the benefit of relative smallness 
for holistic understanding.  
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Addressing the digital deficit in professional military education  

9. Professional Military Education 
Chris Morris1 
Veronika Poniscjakova1 
1 Univiersity of Portsmouth  
 
 Digital technology now permeates the military environment and represents a vital component of 
organisational effectiveness. Whilst demand for digital skills is rising, military institutions now have 
to contend with falling digital literacy amongst the general population and increasing competition 
when recruiting for specific technology roles. This can present a range of challenges, complicating 
both individual development and force effectiveness. This article aims to address this challenge from 
the perspective of educators.  Specifically, the article will focus on how digital skills are 
contextualised across the UK’s military learning environment, and how the process differs from 
other education settings. This will be accomplished by a critical examination of relevant doctrine and 
practice. 
 
A key aim is to identify how digital and information-related skills can be incorporated into 
professional military education effectively, and to what extent this may help address the growing 
deficit in digital skills and awareness. The importance of using professional military education to 
enhance digital skills will additionally be discussed, as well as the challenges presented by changing 
organisational needs.  
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Digitalisation of Professional Military Education: Two Case Studies of VLE Transformation in 
the RAF 

9. Professional Military Education 
Veronika Poniscjakova1 
Chris Morris1, Harry Richards1, Tom Smith1 
1 Portsmouth Military Education Team, University of Portsmouth, United Kingdom 
 
 The Portsmouth Military Education Team (PMET) delivers Professional Military Education (PME) 
to the Royal Air Force (RAF) as part of its second successive long-term contract with the RAF to 
design and deliver education packages.  
 
The article delves into the purpose of PME, the challenges faced by the PME in the UK, 
and most importantly, it explores the shift towards blended learning and the benefits and issues it 
entails.  
 
The article presents two case studies illustrating the PMET’s journey with the digitalisation 
of education for the RAF.  
 
The first case study looks at how PMET designed and delivered the United Kingdom’s first blended 
learning course for phase one training, in 2020.  
 
The second case study explores PMET’s revamp of the VLE in 2024, prompted by student feedback 
highlighting challenges with VLE engagement, which led to gaps in prerequisite knowledge and 
diminished learning outcomes. This comprehensive overhaul, guided by active blended learning 
principles and pedagogic best practices, aims to streamline VLE content, enhance flexibility, and 
foster critical thinking skills. The redesign process involves reducing the volume of online material, 
delivering content in a more streamlined manner, and revising assessment methods to incentivise 
engagement. 
 
Through these case studies, the article illustrates the iterative nature of educational innovation within 
the PMET, highlighting the PMET’s commitment to continuous improvement and excellence in 
military education.  
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Embracing Digital Transformation in Professional Military Education: Maintaining 
Relevance, Resilience, and Success 

9. Professional Military Education 
William Combes1 
1 Baltic Defence College 
 
 Military education faces a challenge. The concept of digital transformation, the adoption and 
integration of digital technologies to enhance learning, operations, and capabilities, is evolving as 
fast as the underlying technologies that support corporate, education, government, and military 
institutions' professional practice. An innovative and adaptive evolution is needed to ensure the 
relevance, resilience, and success of any organisation's underlying vision, mission, and goals. This 
paper explores how professional military education institutions should leverage evolving 
technologies to improve educational outcomes to create innovative officers capable of excelling in 
the current technological environment characterised by the rapid evolution of emerging and 
disruptive technologies and hypothesises that they must embrace this transformation proactively. 
 
For the North Atlantic Treaty Organisation (NATO), digital transformation is characterised by the 
concepts of multi-domain operations, the use of advanced analytics and artificial intelligence to 
enhance situational awareness, information awareness and decision-making, and fostering 
innovation and agility by promoting a digital culture and mindset.  Educational institutions are 
pursuing the responsible use of technology and artificial intelligence to tailor and improve 
educational outcomes, reach broader audiences, and improve faculty capability and 
efficiency.  Military education institutions must do the latter while educating on the former, 
challenged by the reality that both transformations are mostly conceptual and applicable 
technological advancements are developing so rapidly. 
 
The research will combine a conceptional analysis of NATO military digital transformation and 
digital transformation at education institutions with a comparative analysis of current, planned, and 
possible contemporary institutional transformation efforts in order to identify potential strategies to 
successfully incorporate emerging technologies into professional development and educational 
requirements in order to deliver relevant and timely military education. In other words, 
recommendations to enable professional military education institutions to develop faculty and 
students who are comfortable and skilled with the innovative, ethical, and secure use of 
technological advancements, including artificial intelligence, in the military domain. 
 
The research’s findings are expected to identify extensive and continuous operational 
experimentation with new technologies, and the wide dissemination and sharing of innovative best 
practices and lessons learned will be necessary to ensure a successful digital transformation and the 
relevance, resilience and success of military education institutions and their alumni.  
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ANALYSIS OF THE CONDITIONS OF COMBAT OPERATIONS OF TACTICAL 
AVIATION OF THE UKRAINIAN AIR FORCE DURING THE RUSSIA-UKRAINE WAR 

10. Military Strategy 
Roman Nevzorov1 
1 Ivan Kozhedub Kharkiv National Air Force University 
 
 Tactical aviation is a highly mobile and technological component of the Air Force of the Armed 
Forces of Ukraine, which is and will remain one of the main tools for deterring any military 
aggression against Ukraine. The conditions for the combat use of tactical aircraft are primarily 
influenced by the enemy's conduct of warfighting: systematic combat operations using tactical 
aircraft, cruise and ballistic missiles, and strike UAVs within the entire depth of Ukrainian territory. 
Characteristic features of the enemy targeting using attack air capabilities are: 
 
- combined missile strikes with the simultaneous use of various types of cruise and ballistic missiles 
from different directions to hit objects within the entire depth of Ukrainian territory; 
 
- delivering single (group) strikes with a focus on a specific target (several targets in the same area). 
 
Besides the continuous presence of numeric advantage, the paper also addresses various 
modernisations of the enemy capabilities and their impact on the conduct of air operations by the 
Ukrainian Air Force. Some of the discussed developments in the enemy warfighting can be 
summarised as follows: 
 
       

 increasing the enemy's use of swarms of relatively cheap drones to hit air defence systems 
and airfields throughout the entire territory of Ukraine; 

 increasing intensity of using operational-tactical ballistic missiles and S-300/400 air 
defence missiles at a distance of up to 150 km; 

 combat actions of the enemy aviation from the depth of the enemy-controlled territory by 
using guided air missiles with a range of 250-350 km and air bombs equipped with a 
universal planning and correction module (UMPC) to a depth of 30-40 km; 

 launching of missile strikes by ballistic and cruise missiles from air, sea, and ground bases. 
Per the above conditions, the paper discusses the following critical capabilities required for the 
tactical aviation of the Ukrainian Air Force of the Armed Forces of Ukraine: 
 
       

1. Conducting aerial reconnaissance (pre-reconnaissance) of radio-contrast ground targets 
with their simultaneous destruction. 

2. Detection and destruction of air targets at a range of up to 160 km across all altitudes, 
including low-speed targets such as helicopters and UAVs, to provide cover for ground 
troops. 

3. Participation in the creation of a continuous, echeloned strike zone aiming to destroy 
enemy attack aircraft (Su-34) before the lines of dropping planning (guided) aerial bombs 
(UMPC). 
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4. Countermeasures (air combats) against Su-35 aircraft with an onboard radar range of 200-
250 km and the fight against operational-level cruise missiles and attack UAVs. 
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A Sea of Information: The information domain in the maritime environment 

3. Military Technology 
Isaac Nitschke1 
1 Canadian Armed Forces 
 
 The information space has demonstrated an increasing amount of significance in the past decade. 
While this has mostly impacted operations for the Army and the Air Force how does the Navy 
operate in the information domain? This paper seeks to understand how the Navy presently operates 
in the information domain and how it can operate in the current and evolving information space. 
Currently, the information space includes social media, outreach, cooperation with civilian 
organizations (CIMIC), and cyber, communications, and electronics infrastructure. Presently, the 
Navy sees information operations primarily occurring in cyberspace and communications, but when 
ships “go dark,” as they often do, how do they operate? This paper will discuss how the Navy can 
employ social media, outreach, CIMIC, open-source intelligence, and other sensors and means to 
influence the information environment. The information space is an important domain where the 
Navy can get involved, not only can this facilitate targeting, power projection, and the development 
of diplomatic relations and soft power. Through these a better understanding of the Navy’s role in a 
changing world can be achieved.  
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SURVEYING CONSCRIPTS’ SATISFACTION REGARDING CHANGES IN LEAVE 
ARRANGEMENTS DURING THE COVID-19 PANDEMIC 

4. Military Leadership, Command and Control and Basic Competences 
Jouko Vankka1 
Jaakko Pentikäinen1, Ruslan Lagashkin1, Kalle Saastamoinen1, Antti Rissanen1 
1 National Defence University 
 
 The Finnish Defence Forces introduced changes in leave arrangements due to the global COVID-19 
pandemic in 2020. This study tries to understand the satisfaction of conscripts and their feedback 
regarding the changes. The objective is to provide ideas for improvement in military service so that 
conscripts may perform it as well as possible even in exceptional circumstances. The study took the 
form of a questionnaire that was answered by the conscripts of the Guard Jaeger Regiment in 
Helsinki, Finland. Both quantitative and qualitative methods were utilised, as the questionnaire 
included Likert scale questions with voluntary textual justifications. Results indicate that the model 
(four weeks of service followed by two weeks of leave) used during the pandemic time is not so 
preferred, since it was chosen the least often. On the other hand, the most preferred model seems to 
be 13+8. However, utilising this model more widely in practice might be challenging to conscripts’ 
training as there are quite a lot of leave days in relation to service. Results also indicate that 
conscripts’ opinions are quite divided because equal numbers showed both satisfaction and 
dissatisfaction to the changes. However, the currently used leave arrangement seems to be the least 
popular among the studied conscripts, and most prefer a model where the length of service is two 
weeks followed by one-week holiday. In addition, a comparison between the feedback of the crew 
and leaders was conducted which showed minimal differences between the opinions of the two 
groups. The conclusion is that there exists no consensus among the conscripts regarding the changes 
and that the crew and leaders hold similar opinions regarding the changes.  
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Bridging defence, international politics, and market perspectives to analyse the impact of 
crises on shipping 

8. Defence Management and Economics 
Adriana Avila-Zuniga-Nordfjeld1 
David Hoffmann2, Ricardo J. Sánchez3 
1 Swedish Defence University 
2 Former UN-ECLAC Consultant 
3 Universidad de los Andes, Colombia 
 
 Bridging defence, international politics, and market perspectives to analyse the impact of 
crises on shipping 
 
Traditionally, impacts on maritime transport have been viewed from either an intrinsic or an external 
perspective. At the same time, security issues are often viewed from the international relations, 
political, and/or defence perspectives. In this paper, the authors attempt to bring together paths that 
were usually analysed separately. 
 
The idea behind this approach is that maritime transport is at the core of both analytical tracks, 
because whether we are dealing with external shocks (such as climate, security issues, disasters, or 
health emergencies, among others) or with phenomena intrinsic to the functioning of maritime 
markets, the results on the lives of people and societies and on economies are often similar in several 
respects. 
 
The aim of this research is to identify the central processes through which conflicts and shocks 
impact on maritime transport and, more specifically, the structural consequences that arise from this 
process, both on the socio-economic side of development and on the peace side. 
 
For the purposes stated above, the research is organised in the following goals and sections. 1) to 
identify main risks and trends that build the framework where maritime transport works, that 
includes all kind of conflicts and shocks. To define key concepts which establish the sought 
analytical framework. These definitions will reveal different possible approaches to the question of 
how the impact of conflicts affects maritime transport. 3) Literature and main facts review that focus 
on the aspects that were highlighted in the previous definitions. In the light of literature, this section 
analyses main historic facts affecting maritime transport. Finally, for the main conclusions, the 
authors show why some i) armed-conflicts such as the Suez Crisis in 1956, the current raising armed 
conflicts or potential conflicting areas (for instance the Arctic) and ii) shocks like COVID 19 or 
other non-armed conflicts (e.g. current Panama canal drought) are exemplary case studies useful to 
apply the framework we have developed to unveil the different processes that explain the impact that 
these particular crises had on maritime transport from different perspectives.  
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Effects of Security Alliance Membership on Logistical Growth: A Nordic Case Study 

8. Defence Management and Economics 
Imoh Antai1 
1 Division of War Studies, Swedish Defence University Stockholm, Sweden. 
 
 What happens when nations become members of security alliances? This paper argues that one of 
the main effects of such membership is the continuous growth and development of logistics 
capabilities. This study investigates the effects of security alliances such as the North Atlantic Treaty 
Organization (NATO) on the growth capability of member forces. 
Reviewing extant logistics as well as military literature on outsourcing, and applying the Swedish 
and Finnish cases, the paper analyses the nature of the services provided by alliances that are critical 
to shaping the growth of its militaries. The study draws on the contemporary concept of clusters and 
party logistics as a means to further understand growth of members within the context of a security 
alliance such as NATO.  
Mimicking the role of a 4PL integrator in terms of innovation, information/knowledge sharing, 
specialization, etc., the alliance offers forces growth opportunities in times of crisis or war, as well 
as during peace times by emphasizing continuous commitment to the development of independent 
forces. This makes alliance members more effective individually. However, other complex and 
political security issues outside the realm of logistical growth, can remain unresolved.  
Study results imply that, barring political and economic issues, logistics remain an important 
approach to growing independent military forces and consequently security alliances.  
The study serves as a contribution to the on-going military growth puzzle in light of the Russia-
Ukraine war. As such, paper seeks to establish a theoretical basis for logistical growth as power 
within the military forces. 
 
 
 
Keywords: Logistical growth, NATO, Nordic military forces, clusters, agglomeration, organic 
growth, inorganic growth.  
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The impact of hybrid threats on operations in modern warfare. 

10. Military Strategy 
Viktor Savchenko 
 
 The relevance of this paper stems from the evolving nature of warfare, marked by changes in forms 
and methods. This study analyzes the hybrid war the Russian Federation instigated against Ukraine. 
Characterized by a combination of actions involving covert deployment of regular troops, illegal 
armed formations, terrorist organizations, propaganda, sabotage, and terrorist attacks, this hybrid 
warfare model is expected to shape future armed conflicts, significantly impacting military 
operations. 
 
Hybrid threats pose challenges in identification and tracking due to their cunning and implicit 
methods. Commanders on different levels actively seek ways to identify these threads and protect 
subordinate forces. 
 
Hybrid threats directly affect the operation during its preparation phase and throughout conducting 
in a defined operational area. These threads can be typically divided into four levels of influence: 
political, legal, informational, and physical or kinetic (directly related to human material loss). 
 
The Russian Federation has initiated actions at the diplomatic level in advance, affecting internal 
political processes in Ukraine. These measures included creating a belt of instability, influencing and 
applying double standards, portraying Ukraine as a "Security Threat," actively interfering in 
elections, infiltrating agents of Ukraine's government and security structures, and stimulating 
corruption. 
 
The armed forces of the Russian Federation, whenever possible, avoided direct military 
confrontations and widely employed asymmetric actions, illegal armed formations, terrorist 
organizations, and criminal elements. At the same time, the deployment of regular troops (forces) 
was conducted covertly. All these measures at the legal level curbed the full exploitation of the 
Armed Forces of Ukraine. 
 
Russian propaganda, an artificial parallel informational reality, along with elements of cyber warfare 
are significant factors in influencing the information space of the population of Ukraine, the 
population of the Russian Federation, and the global community. 
 
Simultaneously, the Russian Federation employed sabotage, tactics of terror, sabotage, and the 
involvement of proxy forces to destabilize the situation and increase pressure on the military-
political leadership of Ukraine. 
 
The paper aims to identify factors impacting armed forces' effectiveness under hybrid threat 
influence and the broader context of modern military conflicts. The study outlines key areas for 
commanders to address when countering hybrid threats during preparation and execution of 
operations.  
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Information Warfare Beyond Technology: Understanding the Psychological Dimension of the 
Russian-Ukrainian Conflict 
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Brazil 
 
 This research analyzes Information Warfare beyond the employment of technology and explores the 
informational asymmetries created in the theater of operations that result in operational and strategic 
gains. The focus is on the Russian concept of Information Warfare, particularly its informational-
psychological aspect, which is based on the Reflexive Control Theory (RCT). This theory discusses 
how interferences work in decision-making capability, either directly against the cognitive domain 
of strategic decision-makers, or through the disruption of the adversary's command and control 
systems. Some technophilic views interpret Information Warfare solely through its cyber-technical 
(or informational-technological, according to Russian terminology) operational aspect, which 
consists of the use of cyberattacks to disable and/or dismantle systems, either civilian or military. In 
this case, cyber operations intersect with Electronic Warfare, such as jamming attacks. This view 
considers that the use of technology alone would determine the outcome of contemporary conflicts. 
However, there is another side to Information Warfare, which not only does not depend solely on 
technology to achieve its objectives, but also transforms it into a vulnerability. Our research is based 
on the Russian doctrinal and theoretical conceptions of Information Warfare, given the primacy that 
Information Warfare in the broad sense assumes in the military and state tradition of said country. 
Nevertheless, the findings and conclusions can be extrapolated to and reflected on by other actors. 
We present the Russian-Ukrainian conflict as a case study for understanding the aspects of 
Information Warfare beyond those strictly related to technological elements. The research question 
is: how does Russia employ the cyber-cognitive aspect of its Information Warfare concept in the 
conflict with Ukraine? The main objective is to analyze the cyber-cognitive aspect of the Russian 
concept of Information Warfare in the conflict with Ukraine. Our specific objectives are: a) to 
distinguish the informational-psychological aspect from the informational-technological aspect; b) to 
analyze the use of the informational-psychological aspect through the RCT in the Russian-Ukrainian 
conflict. Regarding the methodological approach, this is a qualitative and descriptive research, which 
we will conduct through consultation of primary and academic bibliographic sources.  
 
 
 



 

152 

Bioweapon conspiracies: cognitive warfare based on viral stories about genetically 
manipulated pathogens 

1. War Studies, Operations & Tactics 
Alicia Fjällhed1 
David Gisselsson Nord2, Tony Ingesson3 
1 Swedish Defence Research Agency (FOI), Sweden 
2 Division of Clinical Genetics, Faculty of Medicine, Lund University, Sweden 
3 Department of Political Science, Faculty of Social Sciences, Lund University, Sweden 
 
 In the cognitive domain of warfare, the perception of war is an important factor beyond actual 
capabilities and real situations or actions. Central to psychological operations is the use of 
communication, including how to defend oneself against the strategic use of false or misleading 
narratives. Communication science’s study of conspiracy theories have in recent years amounted to a 
pool of knowledge about the qualities tied to such problematic narratives that ‘go viral’. Several 
conspiracy theories in modern history have been rumours about bio weapons—from controversies 
during the Korea war, through HIV disinformation campaigns, to COVID-19 conspiracies. During 
the past decade these disinformation narratives have come to contain a novel component, that of 
genetically tailored bioweapons. 
 
A rapid increase in the technical capability to sequence, manipulate and synthesize DNA, paired 
with the ever broader use of genetics in healthcare have resulted in a situation where we are holding 
and sharing more genetic data than ever before. Parallel developments in artificial intelligence is 
likely to open up new possibility to design and synthesize bacteria and viruses from scratch, 
indicating a future environment where narratives about bioweapons targeting humans with a specific 
genetic makeup will continue to thrive. 
 
This paper seeks to highlight communicative risks in wartime tied to conspiratory narratives about 
bioweapons, moving from a historical review to a discussion about the potential modern-day risks by 
grounding the discussion in insights from research about conspiratory narratives combined with a 
technological analysis on the probable de-facto future risks with genetic technologies. The aim is to 
address the communicative dimensions of genetic warfare—from accusations as communicative 
instruments of power, to an understanding of the communicative structure making conspiracies go 
viral, ultimately aiming to contribute with knowledge on how to counter them under situations of 
greyzone conflict and hybrid warfare.   
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Modelling Military as an Open, Socio-technical System 

3. Military Technology 
Juha Kai Mattila1 
1 Aalto University 
 
 The paper proposes a model for military affairs based on an open, socio-technical system in which 
evolution is driven both by extrinsic and intrinsic forces. The model is essential to design the 
roadmaps for current military force evolution towards 2035 power applicable in that environment 
and sourcing their resources from the Fourth Industrial Revolution (4IR) cyber-physical products 
and European societies. 
 
European militaries must build up their capabilities to deter Russian intentions and suppress their 
military capabilities in the worst case. The lack of 3rd generation manufacturing capability in Europe 
raises the cost of conventional armament. Forces have challenges recruiting motivated and 
competent personnel to fill the ranks of more force elements. The ongoing 4IR promises precision 
impact with autonomous weapons and multiplication of military effects after the digitalisation of the 
five domains. The caveat is the ethical use of artificial intelligence on the battlefield and the speed of 
transformation at the military strategic, cultural, structural, process, information, and technical 
levels. Defence planners need to understand how the sequence of small changes adjusted to cultural 
adaptation shall transform the whole military affairs to meet Russian 2nd and 3rd generation industrial 
capabilities. 
 
The paper uses design research methodology to create and test a model for the military as an open, 
socio-technical system focusing on force generation and utilisation. The model is built on the 
foundations of Trist's socio-technical system theory, extended with Latour's theory of Actor-
Network, and uses Mattila's evolution model for military enterprise. Then, the concept is introduced 
in a tactical environment updated with recent lessons from the Ukrainian theatre of war. After the 
design, the model is tested against future threat scenarios and lessons from previous military 
transformations. 
 
The research assumes that military organisations can transform either following an evolutionary path 
slowly or taking a longer leap towards new capabilities and doctrines, as evidenced in previous 
transformations in German Blitzkrieg, U.S. Network Centric Defence, Israeli integrated, multi-
layered defence, and ISIS weaponised commercial products. 
 
The designed model illustrates more dimensions, interrelationships, and components of military 
affairs than any previous capability development, enterprise architecture, or force utilisation model. 
It helps defence planners create feasible roadmaps for transformations of military affairs, making 
them aware of accelerating and delaying powers within a military enterprise. The model helps to 
overcome the hurdles of man-machine interfaces and adaptation of cognitive armament as a 
companion on the battlefield.  
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 Against the backdrop of a deteriorating security situation in Europe, there is a need for rapidly 
strengthening the Swedish defense. This also means that Sweden has an increased need for research 
and technology development (R&D) to support the development of the Swedish Armed Forces' 
capabilities. The Swedish Armed Forces' R&D budget is also planned to increase in the coming 
period. At the same time, the Swedish Armed Forces have decided to review the process of their 
knowledge development. In an increasingly complex world with a society development that is 
becoming more and more difficult to predict, the importance of understanding how research funds 
can be best utilized also increases. This is an initial report in a study aimed at contributing to 
improved communication regarding technical forecasting within the framework of the Swedish 
Armed Forces capability development. Assumptions about seven central theoretical and conceptual 
starting points for the dialogue between consumers and producers of technical forecasts have been 
discussed. From these, a number of interests formulated as questions have been derived. A 
compilation of these questions is presented as a preliminary proposal for a framework for analysis. 
The framework is expected to evolve based on lessons learned in the ongoing work, with the 
intention of applying it in a case study.  
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 Author: Eerik Heldna is a reserve officer and a lecturer of law at the Estonian Military Academy. 
He has also served as the Deputy Commander of the Military Intelligence Center of Estonia. He has 
participated in drafting several legal acts related to national defence sector. 
 
The role and the legal status of the military intelligence in combatting hybrid threats 
 
The task to know the enemy has been part on the military tactics for thousands of years. The 
information how many troops your enemy has is not only relevant, but the knowledge what are the 
capabilities and intentions of the hostile society. The knowledge is vital to prepare military 
counteractions and collect information to confront possible internal security threats, which usually 
falls into the area of responsibility of civilian security services. 
 
The clear separation between military and civilian powers has been a core of the democratic 
governments for the decades. For example, the role of the military intelligence in Estonia has been 
relatively limited, when it comes to the counter-intelligence and security intelligence powers within 
the state during the peacetime. In 2007, the so called “spy scandal” took place in Estonia, according 
to what Estonian military intelligence allegedly collected counter-intelligence information about the 
civilian staff of the Ministry of Defence of Estonia. The investigation found no guilt, but stressed 
that the question about the role of the Estonian Defence Forces operating in the civilian 
environment, inter alia military intelligence, is related to the fundamental principles of the 
Constitution. 
 
Civilian supervision does not necessarily mean total restriction to collect information about the 
civilians, residents of the state, if this is related to the main task of the defence forces to prepare to 
defend the nation by military means. Taking into consideration that there is conscript based military 
service in Baltics and Scandinavia, which means reserve army system, then connection between 
military and civilian aspects are more intervened than in other NATO member states.  
 
It raises questions that need to be answered: 
 
       

1. How to find balance between abovementioned legal principles of separation of the military 
and civilian powers to combat hybrid threats? 

2. How military intelligence service can be effective and flexible following the principle of 
rule of law and how to keep troops safe at home? 

3. Is the only answer even more close cooperation between civilian and military security 
services or should military intelligence widen the scope of activities into the civilian 
sector? 
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“Unleashing the power of individuals” – (Un-)Desirable Urban Futures and sociotechnical 
imaginaries of civil defence as participatory war  

7. Armed Forces and Society 
Kristin Ljungkvist1 
1 Försvarshögskolan 
 
 Following the Russian invasion of Ukraine, the concept of civil defence – understood as a military 
theory about, and strategy for national survivability – has made a comeback on policy agendas 
around Europe. The civilian Ukrainian resistance has been praised and admired, and by now 
represents a blueprint for resilience and civil defence strategies across Europe. By studying civil 
defence as sociotechnical imaginary in the Stockholm region, Sweden as a case in point, this article 
offers an analysis of emerging visions of civil defence as ‘participatory war’ where the civilian 
domain and population at large represent an essential component in the operational theatre of an 
imagined future (urban) war. This article contributes to a novel understanding of this historically, 
spatially and culturally specific version and vision of civil defence and offers a critical analysis of 
how such sociotechnical imaginary plays into contemporary war preparedness and rearmament 
discourses and practices in Europe.  
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 Resilience, a concept describing society's ability to withstand disasters, including military attacks, 
has gained importance in Europe amid increasing hybrid and conventional threats from various 
hostile actors in the international arena. It is a priority issue in countries bordering Russia due to its 
increasing readiness to use military force against neighbouring countries. Resilience depends on 
many factors, including a vibrant civil society determining society's self-organization capabilities 
and strong state and society relations. Civic aspects of resilience may be critical in disasters when 
public governance is overloaded or interrupted. The article delves into how 'civic' and 'resilience' 
interrelate, assuming that a 'resilient society' is the desirable end-state in preventing and overcoming 
disasters and 'civic aspects' are one of its building blocks. The paper outlines the civic dimension of 
resilience as described in the theoretical literature. It defines measurable indicators of the civic 
aspect of resilience in the context of national security, such as willingness to defend a country, 
commitment to democratic values, vertical and horizontal trust, voluntary work, social capital, and 
others. The empirical part of the paper is based on the secondary data from Latvia and Finland – two 
countries bordering Russia but with different political cultures and maturity levels of comprehensive 
national defence, which is a defence concept aimed at increasing resilience.  Using desk research, the 
paper aggregates survey data, expert assessments, and other data types describing each identified 
variable concerning Finland and Latvia. The comparative approach gives insights into civic 
indicators in two different contexts and outlines the transformation goals for new democracies to 
promote resilience.  
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 Abstract 
 
                Terrorism, which as a term defies definition, is not a newborn phenomenon. And although 
it is ubiquitous in all societies, its sources or motives as well as its methods vary greatly over time 
and space. The Irish Republican Army (IRA) constitutes a typical example of the anticolonial wave 
terrorist groups struggling for self-determination after the collapse of empires in the 20th century. As 
such it belongs to the so-called “old” or traditional terrorism as opposed to Al Qaeda or ISIS, which 
represent what are said to be “new” terrorist groups. 
 
            The reasons that prompted the rise and development of the IRA as a terrorist group and its 
key characteristics have been much discussed in the related literature. The strengths of the IRA, that 
is the factors that made it long-lasting and successful, as well as its shortcomings along with their 
potential effects have been adequately researched. Similarities and differences between the IRA and 
other terrorist groups, especially in the light of their core values, their followed strategies and the 
nature and effectiveness of counter-strategies on governmental level have also been well recorded in 
the terrorism literature. 
 
            Even though there exist a few studies focussing on the economic repercussions of terrorism, 
the economics of the IRA both from the input (terrorist financing) and the output (economic 
consequences of terrorism) side do not seem to have attracted much attention. This paper aims to 
explore the economic impact of the IRA by employing an input-output approach. Desk research was 
used to gather and analyse data from various sources, such as books, journals, reports and relevant 
websites. 
 
            The results suggest that more recent literature points to a plethora of non-US fund-raising 
mechanisms for the IRA, contrary perhaps to the popular history or early studies on the subject. The 
results also indicate that the IRA, with its use of violence, negatively affected in multiple ways the 
British economy and, even more, that of Northern Ireland, not to mention that of the Irish Republic. 
The results are discussed in terms of three types of economic impact, namely direct, indirect or 
intangible or secondary and “other” costs of the IRA terrorist attacks, always bearing in mind the 
short-run versus long-run perspectives. 
 
Keywords: terrorist groups, PIRA (Provisional Irish Republican Army), terrorist financing, 
economic consequences of terrorism, economic impact of terrorism.  
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Balancing violence and restraint: warfare types and patterns of landmine use  

10. Military Strategy 
Henrique Garbino1 
1 Swedish Defence University 
 
 What explains variation in violence and restraint by rebel groups? Previous literature has pointed to 
different, at times contradictory, incentives for both. I argue that the type of warfare largely shapes 
these incentives. In short, the type of warfare simultaneously influences how rebels relate to their 
perceived constituents and the utility of specific means and methods of war. This article focuses on 
landmines and other explosive devices. In irregular warfare, rebels avoid direct confrontation and 
utilise landmines to compensate for their inherent weaknesses vis-à-vis the government. However, 
rebels also often strive for support from local communities, and civilian victimisation stemming 
from landmine use might compromise rebels’ efforts in this direction. Conversely, in conventional 
warfare, while more stable frontlines increase the utility of landmines to consolidate and secure 
territories, landmines are less likely to affect civilian populations as access to mined areas and the 
movement of non-combatants are more restricted. Finally, in symmetric non-conventional warfare, 
in the absence of clear frontlines and lacking capability for extensive selective violence, landmine 
use tends to be sporadic, focusing on controlling, terrorising, or displacing communities through 
indiscriminate targeting of civilians. The suggested conceptualisation of restraint reconciles these 
seeming contradictions. This article shows how Somali rebels have balanced the different 
components of restraint – distinction, proportionality, and precaution – to maximise the utility of 
landmines and still limit the impact on their perceived constituents.  
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 Abstract 
 
This study aims to reveal the impact of news and media outlets as a strategic employment of 
information operation and warfare in the South China Sea (SCS) conflict. The primary assumption 
for this article is that news media is used as the conduit for information warfare (IW), particularly 
information operation (IO), in narrative construction and perception management of the SCS 
conflict. This article investigates news outlet databases, both from the mainstream and social media, 
to examine their aspect of influence on the evolving narratives of the SCS conflict through the 
dissemination of disinformation and misinformation. This study uses a research methodology that 
consists of data mining with perceived designated search queries from the Lexis Nexis news 
database. Subsequently, data processing uses an exploratory data analysis approach by conducting 
feature extraction. Then, the data analytic phase is managed by news classification and topic 
modeling. Eventually, this study elaborates on the data analytic findings using a descriptive analysis 
approach to confirm the assumption of the use of news and media as tactical and operational 
mediums for IO and IW in the SCS context. The findings of this article provide insights into the 
potential use of IO and IW in modern conflict dynamics such as the SCS conflict. It underscores the 
need for critical media literacy and advocates for a balanced approach to news consumption in an era 
where information and data can be used as both weapons and currency. 
 
Keywords: Information operation, information warfare, disinformation, misinformation, narrative 
building, South China Sea.   
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 A much-discussed concept in military theory is the concept operational level of war. The 
operational level, at least among its proponents, is said to provide some form of connection between 
the strategic and tactical levels. However, the concept has attracted a lot of controversy. For one 
thing, there is disagreement about whether the operational level is useful or even exist. Moreover, 
there appears to be a lot of controversy regarding what constitutes the operational level. While 
conceptual disagreement is a quite mundane phenomena, it has been stressed what is at stake in this 
case is not merely conceptual clarity. Concepts such as the operational level have practical 
consequences concerning life and death. 
 
The aim of this paper is first to provide an overview of common definitions of the operational level 
and investigated to what extent the concept is a unified concept. That is, to what extent the concept 
is defined consistently. By doing so, the paper offers a first step towards clarifying to what extent the 
interlocutors in the debate surrounding the concept of the operational level are in substantive 
disagreement. If the term is defined differently, this suggest that those engaging in this debate could, 
to some extent, be talking past each other. To do this, literature mentioning the operational level of 
war is surveyed. Work engaging in the debate about whether the operational level is then singled 
out, and the accounts of the operational level found in this work is compared. 
 
Second, the paper also investigates how the concept of the operational level is related to the concept 
of operational art and to what extent there are different views about this relation. The concept of 
operational art often appears in debates regarding the operational level. Thus, to bring further clarity 
to what different accounts of the operational level there is, it is illuminating to address its relation to 
the concept of operational art. 
 
It is found that accounts of the operational level vary in their generality. Moreover, the accounts are 
nested in the sense that most of the less general accounts can be subsumed under the most general 
account. Moreover, the less general accounts overlap in various degrees. Regarding the relation 
between the operational level and operational art, various assertions are made ranging from treating 
them as synonymous concepts to claiming that they are not interrelated at all.  
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 During the 2022 escalation of the Russian-Ukrainian war, Ukrainian civilian institutions faced a set 
of unique challenges: to continue operating under volatile conditions, to ensure the safety and 
security of their members, and to support their country's armed forces. This paper examines the 
operation of Ukrainian higher education institutions (HEIs) from this point of view, based on 
anthropological fieldwork conducted in 2023-2024 in Ukraine. Even though no civilian institution 
had been prepared for all-out war, Ukrainian HEIs operated like logistical hubs, receiving refugees 
in student housing, collecting both civilian and military-directed donations, and providing direct 
support to the army in the form of food, shelter, and materiel such as camouflage nets, all the while 
maintaining and continuing their activities as educational institutions. This paper provides an 
overview of the support Ukrainian HEIs provided, and examines the differences in civilian support 
dependent on proximity to the fighting, timeline of the war, and pre-escalation entanglement with 
the military. It points out that the few institutions who were in any way prepared for war had faculty 
members who served in the Ukrainian armed forces after 2014. However, after the escalation every 
university had faculty members and students in the service, and endeavored both to formally 
recognize them and to support their efforts, as well as to support students whose legal guardians 
were enlisted. The paper discusses more and less successful ways that universities organized their 
donation drives and other volunteering activities. Finally, it notes the impact universities make in 
providing teaching for military officers, talking about the role of the post-Soviet "military 
department" which still existed, at least on paper, in many universities, as well as its changing role 
after the 2022 escalation.  
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 War has always affected the cognitive dimension, however, recent developments in Ukraine and 
Gaza have increased the emphasis on warfare making use of the virtual realm.Military actions now 
extend beyond the traditional battlefield, significantly impacting both virtual and cognitive 
dimensions – cyberspace, social media, and the perceptions of target audiences. In Ukraine, 
President Zelensky addresses both his population as well as the rest of the world online, to 
respectively maintain the morale of his troops and secure Western aid. In Israel, the IDF 
Spokesperson’s Unit uses social media to influence public opinion with the goal of justifying their 
military actions. People all around the world rely on the daily intelligence updates by the British 
Ministry of Defence to satisfy their daily information needs. 
 
A result of these recent developments is the mediatization of (military) intelligence and security 
services. The authors explore the extent to which intelligence organisations use mediatization - i.e., 
the process or theory whereby mass media influences and interacts with other sectors to shape and 
frame public discourse and debate – to achieve their goals. Interestingly, while intelligence 
organisations are part of a larger national military and security system, they nevertheless have an 
organisational interest of their own. Exploring three different intelligence landscapes – Ukraine, 
Israel, and the United Kingdom – the authors argue that intelligence services use mediatization for 
several purposes. Firstly, these organisations actively employ social media platforms to engage 
citizens, with communication serving as a tool for advice that informs the public about imminent 
threats and mobilises them to share relevant information. Secondly, intelligence services attempt to 
assert their presence and capabilities, projecting strength and competence to both domestic and 
international audiences. Lastly, through communication they justify their operations and decisions to 
government entities and civil society. In this context, communication also acts as a mechanism for 
shaming or discrediting adversaries, to reinforce the narrative of the agencies’ necessity in 
safeguarding security.  
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Societal Gender Equality and Military Effectiveness 
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 This study examines the relationship between societal gender equality and military effectiveness. In 
2021, a viral video contrasting Russian and American military advertisements appeared to suggest 
that societies with traditional gender roles have stronger militaries, while those influenced by 
feminism and gender equality have weakened armed forces. This idea is in line with the narrative of 
Russian President Vladimir Putin and certain military theorists. However, in the full-scale war 
following the renewed Russian invasion of Ukraine in 2022, Russian forces generally performed 
poorly, while Ukraine, more gender-equal than Russia, outperformed expectations. This suggests 
that more gender-equal societies may not necessarily have worse-performing militaries. Of course, 
anecdotal evidence from individual wars provides insufficient evidence for general conclusions. 
Therefore, this study includes a comprehensive study of all wars from 1800-2011, testing two 
competing hypotheses: societal gender equality is associated with lower military effectiveness, and 
societal gender equality is associated with higher military effectiveness.  
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Contemporary challenges to European security architecture.  
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 This panel aims to discuss contemporary challenges to European security architecture by examining 
three interrelated aspects of the current (dis)order: democratic character of Western political 
systems, the neoliberal ideological underpinnings of the Western economic model, and the cohesion 
of NATO as the key element of the Western part of the European security order. While Russia's war 
against Ukraine is still raging, the European security order is divided. It is likely to remain divided 
even after the end of the war, with Russia remaining undefeated and unreformed politically. Russia 
will likely remain the main threat to European security in the coming decades. It is imperative, 
however, to discuss the changing character of the Western political, economic, and security order in 
Europe largely because the ability sustain domestic political and economic, as well as international 
security cooperation aspects of the order is likely to determine the degree of cohesion that the 
Western allies will be able to sustain.  
Cohesion, however, cannot be treated as a given. There are numerous factors that threaten 
cohesiveness and unity of the West in Europe. On the political side, Western democracies face 
external challenges from authoritarian states and domestic democracy decline, manifesting in an 
increasing gap between state and society, political alienation, and unpredictability of political 
processes. On the economic side, neoliberal economic policies have created vulnerabilities that can 
be exploited by malign actors in the form of hybrid and non-kinetic methods of warfare. Economic 
and social policies based on neoliberal ideology create a pervasive state of uncertainty and fear about 
the future, eroding the social contract and resulting in a breakdown of trust and cohesion within 
societies and the political realm. Neoliberal individualism undermines democratic principles, 
leveraging authoritarianism, while creating opportunities for anti-modern pseudo-conservative 
political movements to challenge the current order. On the security side, four interrelated problems 
weaken NATO unity: persistent fear of abandonment, unequal burden-sharing, disagreements 
regarding NATO enlargement, and lack of common view vis-à-vis the adversary. These problems 
are at the core of the academic debates on alliances. Taken together, challenges to democratic 
political processes, divisive effects of neoliberal policies, and inherent consensus-building 
difficulties within NATO create a powerful and toxic cocktail that threatens Western unity.  
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 Psychological defence both has been and is a part of Sweden’s defence. The responsible institutions 
and functions of this capacity as well as the society they have been designed to defend has however 
changed over time, from times of war and peace to the current grey zone. At the core of the concept 
psychological defence lies the recognition of a cognitive level and a recognition that the perception 
of war among the population is used as a weapon by antagonists, or could be used as a deterrent and 
active part of Sweden’s effort to defend herself against aggressors. Today, psychological defence 
thus spans as a function within both the military and civil side of Sweden’s total defence. 
 
In this conference discussion, scholars from a wide range of scientific areas are invited to discuss 
psychological defence’s role in Sweden. The panel brings together four perspectives on Sweden’s 
psychological defence. The invited participants represent historians knowledgeable in Sweden’s 
psychological defence as constructed during the Cold War, others have focused on the concept’s ties 
to media and communication studies, some how psychological defence relates to modern civil 
society and the civil defence in Sweden, and the final discussant are a part of the ongoing 
construction of a university program in Sweden designed to educate students in the subject of 
psychological defence today. Through common discussions, the group seeks to tie together historic 
and contemporary perspectives on Sweden’s psychological defence, while also unpacking the 
concept as one with a transdisciplinary reach. Together with the audience, the panel will final open 
up for a discussion on the opportunities and risks for democratic societies in relation to 
psychological defence’s role in warfare. 
 
As a whole, this panel discussion aim to address the concept of psychological defence as a bridging 
interest between scholarly discussions about military and civil defence, as well as a shared interest in 
Sweden’s total defence.  
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 Amidst intense media coverage of air and ground military operations defining the Israel/Hamas 
armed conflict, robust maritime domain operations with far-reaching diplomatic, military, and 
economic implications also rage onward.  These maritime activities not only include external actors 
like Hezbollah, the Houthis in Yemen, and Iran, but also involve some of the most profound 
maritime operations (resembling combat situations) for the U.S. and Euro-Atlantic partners in 
decades.  Additionally, Israel/Hamas armed conflict related maritime domain operations showcase 
the depth, breadth, and utility of asymmetric capabilities that will threaten naval, commercial, and 
maritime infrastructure assets and operations throughout the 21st Century.  Lastly, these maritime 
domain operations extend the geographic scope of conflict well beyond the Israel and Gaza borders 
and bear international implications as critical as those defining ground and air theaters. 
 
This paper analyzes maritime domain equipment and tactics that define this conflict; illustrates 
alliances borne by both sides and their impact upon maritime security, regional stability, and global 
commercial markets; and showcases how weaker adversaries can threaten far more capable maritime 
powers.  The analysis builds upon maritime domain lessons learned from the Russia/Ukraine 
conflict, and highlights ways 21st Century maritime domain combat operations can directly influence 
ground/air battlespace actions, global economies, and diplomatic objectives.  With specificity, this 
paper highlights the military, economic, and diplomatic significance of:  the mechanics and speed 
with which maritime dominance is (or is not) secured within 21st combat operations; challenges to 
achieving and sustaining maritime dominance within a maritime environment defined by non-state 
actors, irregular warfare, asymmetric threats, and/or the absence of law; the tactical significance of 
“other” operations (i.e. special forces, information gathering) conducted from the sea; and the 
unmatched strategic and tactical importance of Anti-Access Area Denial (A2AD) achieved within 
the maritime domain. 
 
As we are now operating within an era termed the “Ocean Age” and/or “Era of Globalization,” 
maritime security within our world’s most critical shipping lanes and port facilities must be 
sustained, and thereby increases propensity for maritime powers and rogue actors to become 
engaged in conflicts regardless of the original belligerents involved.  By leveraging Israel/Hamas 
armed conflict maritime domain realities, this paper illustrates not only potential vulnerabilities 
borne by maritime powers, but also the vast array of tactical threats maritime powers must 
simultaneously address --- especially within regions historically defined by asymmetric tactics, such 
as:  the Red Sea, Bab al-Mandab Straits, Gulf of Oman, Straits of Hormuz, and Arabian Gulf.   
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European and North American Perspectives on Developing Critical Thinking in Military 
Education 

9. Professional Military Education 
Montgomery McFate1 
Kyrre Tromm Lindvik2, Danic Parenteau3, Anne Marie Hagen4, Kjetil Enstad5 
1 Center for Leadership and Ethics, Naval War College, USA 
2 Nato Special Operations University, Belgium 
3 Royal Military College Saint-Jean, Canada 
4 Norwegian Defence University College, Norway 
5 Norwegian Military Academy, Norway 
 
 Members of the military humanities groups in Scandinavia are proposing a roundtable on the theme 
of critical thinking for the upcoming ISMS 2024 conference in Stockholm. Critical thinking is hailed 
as a vital skill for the military professional, particularly as a way of managing the complexities, 
uncertainties, and rapidly shifting dynamics of conflicts and warfare in the 21st century (e.g. 
Antrobus & West, 2022; Toronto, 2018; Paparone, 2014). In a range of professions, there is now a 
rising awareness of the key role the humanities have in developing transferable skills such as critical 
thinking (Hovdenak, 2016; Small, 2013). The United States Military Academy at West Point is 
among the schools offering courses in critical thinking. This roundtable explores the role of the 
humanities in developing critical thinking in military education, while addressing questions of how 
this field can develop with the expansion of military educational programs. 
 
Together, we will present diverse perspectives on what the humanities are and what they can offer 
professional military education, in terms of both theoretically sound starting points and practical 
applicability. The panel includes a variety of humanities disciplines and scholars from North 
America and Europe. By highlighting both similarities and differences influenced by country and 
discipline, we seek to underscore the importance of embracing varied viewpoints while striving to 
establish a unified understanding of the humanities' contributions to developing critical thinking 
through military education. 
 
Presenters and titles of their respective 5-minute talks  
 
Kyrre Tromm Lindvik (Nato Special Operations University, Belgium). “Narrative and Resilience: A 
Humanities Approach” 
 
Danic Parenteau (Royal Military College Saint-Jean, Canada). “Academic freedom and the 
education of officers” 
 
Montgomery McFate (Center for Leadership and Ethics, Naval War College, USA). “situational 
analysis and suspension of judgment” 
 
Kjetil Enstad (Norwegian Military Academy, Norway). “Military professional studies and the 
humanities” 
 
Anne Marie Hagen (Norwegian Defence University College, Norway). “Utilizing literature to 
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develop reflective military leaders” 
 
Point of Contact and panel moderator: Michaela Vance   
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“The U.S. Flagged Commercial Fleet – A National Security Cornerstone of a Previous Era & a 
21st Century’s Liability” 

8. Defence Management and Economics 
Harold Workman1 
Dimitrios Dalaklis1, Adriana Ávila-Zúñiga-Nordfjeld2 
1 World Maritime University 
2 Swedish Defense University 
 
 For an extended period preceding World War II, a robust U.S. flagged commercial fleet and 
supporting maritime infrastructure superbly complemented U.S. naval power to ensure military 
success, economic vitality, and global influence.  Amidst cyclical changes in U.S. flagged inventory, 
unmatched U.S. shipbuilding and maritime support capabilities yielded the self-sufficiency needed 
for military sealift, economic sustenance, and maritime dominance despite regional or global 
maritime threats.  
 
By contrast, the post-World War II era is defined by a significant decline in U.S. flagged commercial 
inventory, the absence of a sufficient U.S. maritime industrial base to mitigate this trend, and a 
foreboding dependence upon non- U.S. flagged carriers to support both military and economic 
requirements in times of conflict.  Within the 21st Century “Ocean Age” in which national security 
requirements and military objectives can be severely impacted by disruptions to commercial 
maritime transport, the 2024 U.S. flagged commercial fleet is viewed as undersized to fulfill national 
security objectives.  Moreover, insufficient U.S. provisions exist to mitigate the military and 
economic impact if non- U.S. flagged carriers are unwilling or unable to meet vast U.S. military 
sealift and economic support requirements.  
 
This paper highlights historic U.S. Merchant Marine criticality to national security; analyzes current 
U.S. flagged government and commercial inventory; highlights causal factors for a multi-decade 
capacity decline; and identifies key legislative instruments and economic incentives that could 
enhance U.S. national security by mitigating this downward trend.  These primary instruments 
include the Jones Act, Cargo Preference Acts, Maritime Security Program (MSP), Tanker Security 
Program (TSP), economic mechanisms (tax incentives for transporting U.S. imports and exports via 
U.S. flagged vessels), and diplomatic tools (agreements with international partners to help ensure 
percentage trade aboard U.S. flagged vessels). 
 
The contents herein also highlight the critical need for a comprehensive U.S. maritime strategy that 
mutually addresses naval, commercial, and maritime infrastructure requirements.  Such is imperative 
to ensuring U.S. national security amidst a potentially flawed U.S. defense industrial policy that 
assumes 21st Century economic globalization and existing maritime alliances are sufficient to ensure 
access to requisite types and quantities of non-U.S. flagged carriers when needed.  21st Century 
maritime domain components are highly interrelated, threats are increasingly asymmetric, and 
national security vulnerabilities are sufficiently exploitable, to mandate collective addressal of naval, 
commercial, and maritime infrastructure requirements.  
 
 


